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NOTE:  OPEN ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “March 3-4, 2015 WG ACTION ITEMS” FILE AND ATTACHED HERE.
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LNPA WORKING GROUP MEETING MINUTES:


January 6-7, 2015 Draft LNPA WG Meeting Minutes Review:

The January 6-7, 2015, meeting minutes were reviewed and approved as final as written.  

February 19, 2015 Draft LNPA WG Conference Call Minutes Review:

The February 19, 2015, conference call minutes were reviewed and approved as final as written.  


Updates from Other Industry Groups

OBF Committee Update – Deb Tucker:



OBF
ORDERING SOLUTIONS COMMITTEE
WIRELESS SERVICE ORDERING SUBCOMMITTEE

The Wireless Service Ordering Subcommittee met January 27, 2015 to have a checkpoint meeting to determine if there were any new issues raised as a result of the completion of Issue 3450, LSOG: Standard Validation and Submission Fields for REQTYPE “C” Simple and Non-Simple Port Orders. No new issues were voiced during the meeting.
Participants discussed fatal errors sent by some wireline carriers that result in the canceling and resubmission of port requests. It was noted that companies can make their own determination of what constitutes a fatal error. Concerns with a specific provider’s response actions should be addressed directly with the provider. 
The next WSO meeting is scheduled for June 9, 2015.





OBF
ORDERING SOLUTIONS COMMITTEE
LOCAL SERVICE ORDERING SUBCOMMITTEE

Since the January, 2014 LNPA WG meeting, the LSO Subcommittee met January 22, 2015, to continue discussion of Issues 3373 and 3477.

Issue 3373, LSOG: Standardization of RT of “Z” in the 099 practice for REQTYP “C” to be utilized by all providers. Response Type of “Z” = Completion.

Participants reviewed the following action items associated with this Issue:

Action Item: Service Providers to document the minimum number of fields they would like to receive for each response type.

Service Providers to document the current list of fields being returned for each response type today.

The goal is to identify the minimum set of fields, updating the 099 practice once consensus is reached.

See OBF-LSO-2014-00018R002.3373a2v3_LR, RT = C (FOC) and E (Error) – populate columns C and D with Y (always sent), N (never sent) or M (maybe). Maybe is for conditional and optional fields. Focus on REQTYP = C for the next meeting, with additional REQTYPs to follow.

Service Providers need to review OBF-LSO-2014-00018R002.3373a2v3_LR for RT = C (FOC) and E (Error) as entities that submit LSRs and receive LSRs when filling out columns C and D, based on their company and not individual responsibility (some participants may only represent wholesale, ILEC, CLEC and vendor).

Agreement Reached: Participants agreed to review all of the Response Types for each REQTYP (OBF-LSO-2014-00018R003.3373a2v4 LR) to determine whether they are applicable for each REQTYP and, if not, whether they can be deleted if no companies are using them. 

Action Item: Participants to update section 2.4 of the 099 practice to reflect the current fields (update REMARKS to REMARKS1 and REMARKS2) and replace the picture with a table by the January 22 virtual meeting.

Agreement Reached: Participants agreed to delete section 2.4 of the 099 practice. 

Action Item: In an effort to decide whether to reduce the number of unused fields, participants are to review practice by practice to determine which fields/practices can potentially be eliminated from the document by the January 22 virtual meeting.

Agreement Reached: Further discussion is needed regarding whether to review all fields and practices.  The current plan is to continue reviewing the 099 practice.

Agreement Reached: Issue 3373 will remain open.

Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field. This agenda item was deferred to the next meeting and Issue 3477 remains open.


The next LSO meeting is scheduled for March 3, 2015.



INC Update – Dave Garner:


INC  Issues  Readout					LNPA WG Meeting – March 2015


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)
Issue Statement:  As the industry and regulatory bodies move from the current Public Switched Telephone Network (PSTN) towards Internet Protocol (IP), consideration needs to be given to the numbering scheme.  Will the current telephone number format be utilized, in whole or part, in the IP environment or will some other numbering addressing format be used?  It is necessary for INC to be aware of regulatory mandates and industry activities addressing the numbering protocol to be used for IP technology as well as numbering impacts during the PSTN to IP transition in order to update or create new numbering guidelines.

At the January meeting, INC continued to discuss developments regarding the PSTN to IP transition.

INC is considering possible next work items in association with the transition to the all-IP network in addition to its previously submitted work on nationwide 10-digit dialing and large-scale rate center consolidation:
· Security of TNs associated with number assignment, recognizing the work of IETF (Internet Engineering Task Force) STIR (Secure Telephone Identity Revisited) Working Group to establish the cryptographic certification of TNs.

· Use of E.164 Numbers as the IoT (Internet of Things) evolves, recognizing the policy work underway in the FoN FTN8 subcommittee.

· Non-geographic Number Assignment, as the LNPA WG finalizes its whitepaper on non-geographic number portability.


INC Issue 786:   Update 9YY NXX Code Assignment Guidelines and Other Guidelines as Needed to Define “YY”
Issue Statement: The question has been raised by service providers as to a valid source that defines the YY in the 9YY NXX Code Assignment Guidelines.  Upon review of several ATIS INC guidelines, there is no definition identified for the YY.  The assumption has been that the YY indicates repeating digits that could be 0-9.  This information should be documented within the 9YY guidelines for easy access and reference, and INC should review whether the information should be incorporated into other INC guidelines as well.  
Suggested Solution:  Update 9YY guidelines with YY definition and review other guidelines for possible updates. 

At the January meeting, INC reviewed the issue and suggested solution. Agreement was reached to make edits to the 9YY NXX Code Assignment Guidelines (ATIS-0300060) and also the NPA Allocation Plan and Assignment Guidelines (ATIS-0300055).  Various paragraphs in the documents were updated to indicate that “NYY” codes signify that N = digits 2-9 and YY = repeating digits 0-9.

Example:   The Glossary term for Easily Recognizable NPA Codes (ERC) was updated to read:
Easily Recognizable NPA Codes (ERCs) - NPA codes that due to their unique, recognizable digit pattern (i.e., common 'B' and 'C' digit) convey certain unique knowledge regarding a call to a telephone number other than the number being dialed (e.g., 800+).  ERCs may be sometimes referred to as “NYY” codes to signify that N = digits 2-9 and YY = repeating digits 0-9.



NANC Future of Numbering Working Group Update – Suzanne Addington

Future of Numbering (FoN) Working Group Report to the LNPA WG
March 3, 2015
FoN Tri-Chairs:  Carolee Hall, Idaho PUC, Dawn Lawrence, XO Communications, Suzanne Addington, Sprint
Status:
· The FoN WG meeting was held on February 4, 2015
· FTN 4 – The Geographic Numbering sub-committee was discussing the consumer perspective and service implications regarding the geography of toll free telephone numbers and the decoupling or disassociation of numbers from geography. 
· The sub-committee created a white paper; it was subsequently approved by the FoN WG and presented to the NANC in December.  The NANC chose to give the NANC members time to review the document before submitting to the FCC.  
· 2/15 Update: this item will remain open pending the NANC review
· FTN 8 – All IP Addressing sub-committee primary objective is to define future identifiers in support of IP industry trends beyond the e.164 numbering plan (including M2M impacts).  The team meets once a month.
· 2/15 Update: there were no updates as the next meeting (2/26) was after the FoN call.
· New Contributions: Sprint proposed a new contribution discussion for 10-digit nationwide dialing.  After a long discussion the group agreed that instead of making this a formal contribution we would allow time on the agenda for dialogue on any numbering issue such as the 10-digit nationwide dialing to avoid creating a subcommittee.
· Scheduled calls:
· The first Wednesday of each month, from noon-2:00 PM ET
· Next meeting: 4/1/15 @ 12:00 ET.




Develop LNPA WG Report for NANC March 5, 2015 Meeting

The following report was developed by the LNPA WG for presentation at the scheduled March 5, 2015, NANC meeting.  (NOTE: This meeting was subsequently canceled due to inclement weather.)

[bookmark: OLE_LINK7]LNPA Working Group
Status Report to NANC
March 5, 2015
Paula Jordan Campagnoli, Co-Chair
Ron Steen, Co-Chair
Brenda Bloemke, Co-Chair


Report Items:

· Local Number Portability Administration Working Group (LNPA WG) Report:
· Transition from PSTN to IP
· Non-Geographic Porting

Next Face to Face Meeting…… May 12 - 13, 2015, Fort Lauderdale, Florida– Hosted by Neustar
        
_______________________________________________________________________

Transition from PSTN to IP
 
· PSTN to IP transition effects on LNP continue to be an ongoing agenda item for the LNPA WG.
· Brian Rosen of Neustar gave the LNPA WG a presentation on “Caller Identity Spoofing/STIR.  


Non-Geographic Number Porting

· The Non-Geographic Number Porting sub-team has completed the white paper discussing technical, consumer, and regulatory impacts of Non-Geographic Number Portability.  


Next Face to Face Meeting…… May 12 - 13, 2015, Fort Lauderdale, Florida– Hosted by Neustar


                                        ==== End of Report ===




Change Management – Neustar


[bookmark: _MON_1488802918]					
John Nakamura addressed two changes in the latest Change Order document:
· NANC 447 – NPAC support for CMIP over TCP/IPv6, updated note from missing status update in 2013.
· NANC 458 – Notification Suppression, category update after NAPM approval.

NANC 449 Active-Active SOA
Gary Sacra, Neustar, stated that an SP had approached them and indicated an interest in NANC 449 – Active-Active SOA – and asked if the requirements were up-to-date in light of the development work that has taken place since it was first introduced in the WG, such as XML and Notification Suppression.

· Jan Doell, CenturyLink, stated that it was CenturyLink that had made the request to Neustar.
· Jim Rooks, Neustar, stated that it would require changes to the CMIP interface.
· Teresa Patton, AT&T, asked if this would require testing on the part of the SPs.  Jim responded that due to recent changes in SOW 24, only vendors would be required to do regression testing.
· Teresa asked why CenturyLink wouldn’t just throw their network over to the new system.  Jan responded that they wanted to avoid a flash cut and have the SPID available on both SOAs for a time.
· Deb Tucker, Verizon Wireless, asked if there were other Change Orders that needed to be brought up-to-date.  John Nakamura and Jim Rooks responded that we do that before prioritization.
· LNPA WG consensus was to update NANC 449 per CenturyLink’s request.  
· Neustar will prepare a red-lined version of updates to NANC 449 in preparation for the May LNPA WG meeting.

Jason Lee, Verizon, asked if Neustar could look into Notification Suppression in CMIP outside of active-active SOA.  Jim responded that NANC 458 is under development and it was the group’s direction to do it in XML only.  Doing it in CMIP could be done with a separate change order if the group desires.  With the changes to active-active SOA, notification suppression could be done in CMIP.  


Discussion of NPAC Functionality that should be considered for Sunsetting


[bookmark: _MON_1485174396]					

Action Item 010615-06 – Item 1.1 on the sunset list allows service providers to modify their own CMIP network data.  It would be more secure to only allow NPAC personnel to modify the data, thereby preventing incorrect modifications that could cause the service provider to lose connectivity to the NPAC.  There would be ASN.1 and GDMO impact to remove this feature, and changes would be required in the local systems.  It would a simple change to disable on the NPAC end.  Neustar (Gary Sacra) is to update the sunset list to reflect this.

Gary updated the Sunset list to reflect the changes noted in the action item.  Local system vendors need to update the level of effort and provide to Gary.

Action Item 010615-06 is closed.

Action Item 010615-07 – Item 1.3 on the sunset list allows customer contact information to be queried over the XML and CMIP interfaces.  Completely removing the capability has interface impacts.  Removing this feature won’t affect the ability to provide data.  Neustar (Gary Sacra) to update the local system impacts.

Gary has updated the local system impacts.

Action Item 010615-07 is closed.

Action Item 010615-08 – Item 3.1 on the sunset list allows SOAs that do not support ranges to use individual TNs.  There are only five local systems (three service providers) not supporting ranges.  Neustar (Gary Sacra) to determine if these 5 systems do not support range TN range notifications or if it is just turned off.

The vendors for the service providers mentioned above do support ranges but the feature is turned off.  Jan Doell, CenturyLink asked if we should approach these service providers and attempt to get them to support the functionality.  The group agreed to hold off for now.  It was suggested that we put a note in the document as a reminder but consensus was that it is not necessary.  

Action Item 010615-08 is closed.

Action Item 010615-09 – Item 3.4 on the sunset list requires SOA Support for auto conflict notification with cause code “Cancel-Pending to Conflict.”  Neustar (Gary Sacra) to determine if the 11 SPIDs not using this feature have vendors that support Cause Code 2.  

Gary reported that all the vendors support Cause Code 2.

Action Item 010615-09 is closed.

Action Item 010615-10 – Item 3.5 on the sunset list requires SOA Support for AVC when an SV transitions from Cancel-Pending to Conflict due to expiration to T2 timer.  Neustar (Gary Sacra) to determine if the 11 SPIDs not using this feature have vendors that support it.     

Gary reported that all the vendors support this feature.  

Action Item 010615-10 is closed.

Action Item 010615-11 – Neustar (Gary Sacra) will add text to Item 9.3 on the sunset list to clarify that only the highlighted items are being considered for sun setting (i.e., remaining on the sunset list for potential removal).    

Gary has made the clarification.

Action Item 010615-11 is closed.

Action Item 010615-12 – Neustar (Gary Sacra) will add text to Item 10.1 on the sunset list to clarify that the LTI login is not disabled, but that the password must be reset.    

Neustar will prepare a document only change order to explain the current methodology.  The LTI user must reinstate their account by submitting the old password and then change to a new password to reactivate the account.  The FRS will be changed to accurately reflect the process.  This feature will be removed from the sunset list.  Neustar will present the proposed document change at the May LNPA WG meeting.  

Action Item 010615-12 remains open.

Action Item 010615-01 – Item 8.2 on the sunset list suggests removing the Data Integrity Sample Audit and Report.  The audit runs periodically, but no service provider has ever requested that a report be generated.  Service Providers are to determine if this feature should be removed from the sunset list.

It was commented that even though this audit report has never been requested, the feature must be tested every time there is a new NPAC release.  It was agreed to leave Item 8.2 on the sunset list.

Action Item 010615-01 is closed.


Other Action Items

Action Item 010615-13 – Neustar (Gary Sacra) to find a suitable location on the NPAC website under LNPA WG to place the correspondence between the WG and the OBF.  He will provide the suggested location to the WG Tri-chairs.  

Neustar will place the WG to OBF correspondence on the NPAC website under the Public Archives in the LNPA Working Group section.  At Ron Steen’s request, the WG correspondence to the ATIS NNI concerning the IP network architecture will also be placed in that section.

Action Item 010615-13 is closed.

Action Item 010615-14 – Neustar (Gary Sacra) will send the web-link to the Service Provider contact list on the NPAC website.

Gary sent the information to the LNPA WG distribution list.

Action Item 010615-14 is closed.

Action Item 010615-05 – Local systems vendors are to review all items remaining on the sunset list to determine impacts and level of effort to remove for each item on the list.    

There were no updates on this action item.

Action Item 010615-05 remains open.

Action Item 010615-02 – LNPA WG Tri-chairs will send a request to the NAPM LLC Co-chairs for them to ask Neustar to provide an SOW for implementing NANC Change Order 458.  Neustar (John Nakamura) will break out NANC 458 into a separate document for transmittal to the NAPM LLC.

Request was sent to NAPM LLC co-chairs.  SOW has been provided and approved.

Action Item 010615-02 is closed.

Action Item 010615-03 – Bandwidth.com (Lisa Jill Freeman) will prepare a PIM suggesting some time frames and activities for a best practice to deal with disputed ports.  

Action Item 010615-03 remains open.

Action Item 010615-04 – LNPA WG Tri-chairs will send a request to the NAPM LLC Co-chairs for them to ask Neustar to provide an SOW for implementing the provisions of PIM 83.  This will provide Service Provider SPIDs, SP Type, Porting Timer Values, and business hour/day values.  The information will be provided on the NPAC Secure Website, and will be updated monthly.

Request was sent to NAPM LLC Co-chairs.  SOW has been provided and approved.

Action Item 010615-04 is closed.


Caller Identify Spoofing/STIR Presentation – Brian Rosen

Brian Rosen, Neustar, presented the embedded presentation on caller identity spoofing and the work on Secure Telephone Identity Revisited (STIR) that is taking place in the IETF.   

[bookmark: _MON_1486894547]					
Brian’s presentation prompted considerable discussion during the time allotted for questions.  While not specifically related to number portability, the knowledge gained will be useful in planning the future aspects of telecommunication.

The WG expresses our thanks to Brian for taking the time to share the information with us. 


IP Transition effects on Number Portability

Non-geographic Porting Sub-Team Readout

The non-geographic porting document was finalized on the February 19, 2015, LNPA WG conference call and included in the minutes from that meeting.  

The document was forwarded to the NANC to be presented at the March 5th meeting.  Neustar will place the document on the NPAC website under the Public Knowledgebase section.


PIM 84 – Reseller Response Time
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Sprint introduced an issue with wireless reseller response times.  Some wireless resellers are not responding in a reasonable time frame to port out requests.  Sprint has suggested that four hours or less would be reasonable, but they have received pushback from some resellers indicating that they often don’t even take their calls within four hours.  

It was mentioned in the WG meeting that the contracts with the resellers should have some language regarding compliance with regulatory guidelines.  Some of the contracts do have these provisions, but regulatory guidelines are not specific about reseller response times.  

Sprint wishes to develop a Best Practice that standardizes reseller response times for wireless-wireless and wireless-wireline port outs.  Many resellers are small organizations and have no automation which may be the reason that they don’t respond quickly.

Rosemary stated that the visibility of a Best Practice would be helpful to Sprint in addressing this issue.

T-Mobile supported Sprint’s response time PIM and said another PIM should be developed for validation fields.  

PIM 84 will be updated and a new PIM 85 will be developed by Suzanne for validation fields.  Suzanne, Luke, Lonnie, Deb, Teresa, and Aelea have an action item to develop 2 Best Practices, one for reseller response time and one for validation fields.  Sprint will lead.

New Action Item 030315-01 – Sprint submitted PIM 84 addressing the need for a Best Practice to document wireless reseller response times for port authorizations.  PIM 84 requests that a Best Practice be developed stating appropriate response times.  A sub-committee, led by Suzanne Addington, Sprint, will update PIM 84 and draft PIM 85 to address validation fields.  The subcommittee will also draft two Best Practices: one for response times, and one for validation fields.  In addition to Suzanne, the sub-committee participants are Luke Sessions, T-Mobile, Lonnie Keck, AT&T, Teresa Patton, AT&T, Deb Tucker, Verizon Wireless, and Aelea Christofferson, ATL Communications.      


New PIM(s)

Porting Process for non-carriers to perform ports - ATL Communications
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Aelea Christofferson, from ATL Communications, gave a presentation expressing that end users should be allowed to select non-carrier vendors to handle porting of their numbers.

Aelea stated that she has been in telecom for 30 years mainly on the toll free side.  The issue she describes is about a dishonest person who gathers information to fraudulently port telephone numbers.  This “crook” gathers enough information to get the NSP and OSP to process an LSR to port the number.  

Her PIM relates to having a non-facilities based entity to control the port for the end user.  Ron asked how the service providers can be excluded from the process by giving total control of the port to the end user or the end user’s agent.  He also questioned how this process would stop fraudulent porting.  Aelea responded that this would keep the valid porting information from being given out to the crooks.  Therefore, they would not have enough correct information to accomplish the port.  

Luke questioned why propose something as complex as this as opposed to putting a new field in the NPAC to prevent a number from being inadvertently ported or slammed.  Jan said that the scope of the problem does not justify the proposed resolution.

Aelea stated that she is not attacking the industry’s porting process and that the vast majority of ports go through as planned and designed, to the satisfaction of the end user.

Luke suggested an agenda item to discuss verification rules.  He stated we need to first confirm that the existing process cannot address the issues before we look at something entirely new, due to the massive system and process changes that would be required to accommodate ATL’s proposal.

Verizon, T-Mobile, XO, and AT&T objected to accepting this PIM.

Matt Ruehlen, Bandwidth, and Luke Sessions, T-Mobile, will work offline with Aelea to look at the existing process to see what could be tweaked to accomplish this purpose.  They will also quantify the issue, and determine if there is a valid business case.  When they are ready, they will ask to be placed on the agenda of a future meeting.  

LNPA WG consensus was to reject this PIM.  
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	Verizon Wireless
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	Verizon Wireless
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	Edgar Santiago
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	XO
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Develop Guidelines for what is needed for new Service Providers to start Porting Numbers - All  

Deb Tucker, Verizon Wireless, received a request from an SP to provide guidelines on what it takes to start porting.  The SP was a reseller that is becoming facilities-based.  Deb is looking for a checklist or guideline of steps necessary to become a facility based provider.

Deb’s request to have the WG put together a tutorial document was supported by Vonage and AT&T.  It was agreed that we will start with brainstorming ideas and then decide if we will break the work off into a sub-group.

Marian Hearn, Canadian Consortium, stated that Canada has an “On Boarding” document that they would be willing to share.  She sent the document to Paula who forwarded to the distribution.  It is embedded here:

					
WG consensus was to develop a guideline.  Dave Garner, Neustar, will interface with INC.  This will be placed on the May meeting agenda as a brainstorming item.  The WG may set up a subcommittee to develop a guideline.

Discussion of Need for April 2015 LNPA WG Call

The April 8, 2015 conference call is canceled.  

New Business 

No new business was introduced.


Review of 2015 LNPA Working Group Meeting Schedule

2015 Meetings and Conference Calls

	MONTH
(2014)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	6th -7th    
	iconectiv
	Scottsdale, AZ

	February 
	
	11th  19th 
	
	Conference Call

	March
	
	3rd – 4th 
	Verizon Wireless
	Alpharetta, GA

	April
	
	8th 
	
	Conference Call

	May
	
	12th – 13th  
	Neustar
	Ft. Lauderdale, FL

	June
	
	10th 
	
	Conference Call

	July
	 
	7th – 8th   
	CLNPC
	Mont Tremblant, QC, Canada

	August
	
	12th 
	
	Conference Call 

	September
	
	1st – 2nd 
	Comcast
	Denver, CO

	October
	
	14th 
	
	Conference Call

	November
	
	3rd – 4th  
	T-Mobile (tentative)
	TBD

	December
	
	9th  
	
	Conference Call




Next Conference Call … April 8, 2015  This call is canceled.  
Next Meeting … May 12-13 , 2015:  Location…Ft. Lauderdale, FL …Hosted by Neustar
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March 3-4, 2015 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:



NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER





LNPA WG PARTICIPANTS ACTION ITEMS:

[bookmark: _GoBack]030315-01 – Sprint submitted PIM 84 addressing the need for a Best Practice to document wireless reseller response times for port authorizations.  PIM 84 requests that a Best Practice be developed stating appropriate response times.  A sub-committee, led by Suzanne Addington, Sprint, will update PIM 84 and draft PIM 85 to address validation fields.  The subcommittee will also draft two Best Practices: one for response times, and one for validation fields.  In addition to Suzanne, the sub-committee participants are Luke Sessions, T-Mobile, Lonnie Keck, AT&T, Teresa Patton, AT&T, Deb Tucker, Verizon Wireless, and Aelea Christofferson, ATL Communications.      





LOCAL SYSTEM VENDOR ACTION ITEMS:



No new action items.





NUESTAR ACTION ITEMS;



No new action items.





ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:

010615-03 – Bandwidth.com (Lisa Jill Freeman) will prepare a PIM suggesting some time frames and activities for a best practice to deal with disputed ports.  



010615-05 – Local systems vendors are to review all items remaining on the sunset list to determine impacts and level of effort to remove for each item on the list.    



010615-12 – Neustar (Gary Sacra) will add text to Item 10.1 on the sunset list to clarify that the LTI login is not disabled, but that the password must be reset.    
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Open Change Orders

		Open Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Accepted Change Orders

		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 403

		NeuStar



3/30/05

		Allow Recovery Messages to be sent only during Recovery



The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.



This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes



The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.



No sunset policy will be implemented with this change order.





		Low

		None / None-Med



		NANC 403

(con’t)

		Proposed Resolution:



FRS, new requirements:

Req 1       All Data Recovery Only in Recovery Mode

NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.



Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.



Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.



Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.







IIS, section 5.2.1.9, add the following text:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



IIS, section 5.3.4, change the following text:

Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).







GDMO, lnpDownload notification, add the following text in the behavior section:

All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).



Dec 05 – moved to Accepted per LNPAWG discussion.











		NANC 419

		AT&T



3/15/07

		User Prioritization of Recovery-Related Notifications



Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.



As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.





		

		

		Func Backward Compatible:  TBD



Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.



May ’07 APT:

The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.



Example of current notification:

Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.

Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.





		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:

Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.



In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.



Jun ’07 LNPAWG con call:

The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.



Jul ’07 LNPAWG meeting:

Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.



The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.







Sep ’07 LNPAWG meeting:

All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.



Nov ’07 LNPAWG meeting:

After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.





		NANC 437

		Telcordia



1/8/09

		Multi-Vendor NPAC SMS Solution



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  TBD



Jan ’09 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.



Mar ’09 LNPAWG, discussion:

A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.



May ’09 – Jul ‘10 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD



		NANC 447

		AT&T



11/01/11

		NPAC Support for CMIP over TCP/IPv6



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Nov ’11 LNPAWG, discussion:

A walk-thru of the proposed change order took place.  The group accepted the change order.



Mar ’12 LNPAWG, discussion:

The group agreed to forward the change order to the NAPM LLC, to request an SOW from Neustar.



Jan ’13 status update:

The NAPM LLC has withdrawn the SOW request.  This change order moves back into the Accepted category.



		TBD

		TBD



		NANC 449

		Comcast



3/14/12

		Active/Active SOA Connection to NPAC – same SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Mar ’12 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.



May ‘12 – Jan ‘14 LNPAWG, discussion:

The group has continued reviews during the monthly mtgs.



		TBD

		TBD / N/A



		NANC 453

		Verizon



5/08/13

		Change Definition and Disallow use of Inactive SPID



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jun ’13 LNPAWG, discussion:

A walk-thru of the proposed short-term solution took place, and an action item was assigned to determine the viability of a SPID Delete when active SVs exist with that SPID as the Old SP value.



Jul ‘13 LNPAWG, discussion:

The group accepted the change order.  Both the short-term and the long-term solution will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the short-term solution.  It will be performed during the 9/15 maintenance window.



		TBD

		N/A / N/A



		NANC 454

		LNPA WG



5/07/13

		Remove Unused Messages from the NPAC



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

During the discussion of messaging in NANC 372, XML Interface, it was recommended that the capability for service providers to manage their own NPA-NXX Filters not be included in the XML interface because Neustar has been unable to identify any instances where service providers used that feature in the CMIP interface in production.  This item of unused messages also applies to the Operational-Info message for scheduled downtime (never used in production).



A walk-thru of the proposed solution took place, and the group accepted the change order.  Details will be added to the document and it will be discussed in the Sep meeting.



Sep ‘13 LNPAWG, discussion:

The group accepted the change order.  It is now available for a release.



		TBD

		TBD



		NANC 457

		LNPA WG



7/09/13

		SPID Migration TN Count



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



Jul ’13 LNPAWG, discussion:

As a follow-on to the discussion from the May ’13 meeting, the group agreed that now that we have all EDR LSMSs, it does not make sense to include pooled SVs in the count of affected SVs for a SPID Migration.  In order to change the count method, a software modification will be required.



Sep ‘13 LNPAWG, discussion:

Volume limits and SCP impacts were discussed.  More discussion at the Nov meeting.



Nov ‘13 LNPAWG, discussion:

No issue on SCP side.  The group agreed to change the “count method” to be ported SVs plus number pool blocks.



Jan ‘14 LNPAWG, discussion:

No additional changes at this time.  It is now available for a release.



		TBD

		N/A / N/A



		NANC 458

		LNPA WG



5/13/14

		Notification Suppression



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



May ’14 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.  Details will be added for review during the Jul meeting.



Jul ’14 LNPAWG, discussion:

The data model and detailed requirements were discussed.  Updates will be added.  More discussion during the Sep meeting.



Sep ’14 LNPAWG, discussion:

The updates were discussed.  XML LSMS change impact should be changed from Y to N.  No other changes.  New version of this document has change bars accepted.  No further action at this time.





		TBD

		N/A / N/A
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Next Documentation Release Change Orders

		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		







[bookmark: _Toc393369946][bookmark: _Toc445026502]
Current Development Release Change Orders

		Current Development Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 458

		LNPA WG



5/13/14

		Notification Suppression



Business Need:

Refer to separate document.







		

		

		Func Backward Compatible:  Yes



May ’14 LNPAWG, discussion:

A walk-thru of the proposed solution took place.  The group accepted the change order.  Details will be added for review during the Jul meeting.



Jul ’14 LNPAWG, discussion:

The data model and detailed requirements were discussed.  Updates will be added.  More discussion during the Sep meeting.



Sep ’14 LNPAWG, discussion:

The updates were discussed.  XML LSMS change impact should be changed from Y to N.  No other changes.  New version of this document has change bars accepted.  No further action at this time.





		TBD

		N/A / N/A
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Awaiting SOW Change Orders

		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Approved SOW Change Orders

		Approved SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS
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Current Release Change Orders

		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.4.x.
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Summary of Change Orders



		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		

		



		Accepted

		NANC 403 –Allow Recovery Messages to be sent only during Recovery

NANC 419 – User Prioritization of Recovery-Related Notifications

NANC 437 – Multi-Vendor NPAC SMS Solution

NANC 447 – NPAC Support for CMIP over TCP/IPv6

NANC 449 – Active/Active SOA Connection to NPAC – same SPID

NANC 453 – Change Definition and Disallow use of Inactive SPID

NANC 454 – Remove Unused Messages from the NPAC

NANC 457 – SPID Migration TN Count

NANC 458 – Notification Suppression



		



		Next Doc Release

		

		



		Current Development Release

		NANC 458 – Notification Suppression



		



		Awaiting SOW

		

		



		Approved SOW

		

		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.4.x
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New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Peered NPAC SMS Vendor B
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NANC TBD447, NPAC Support for CMIP over TCP/IPv6, V1


Origination Date:  11/01/2011


Originator:  NeustarAT&T


[bookmark: _Toc72227019]Change Order Number:  NANC TBD447


Description:  NPAC Support for CMIP over TCP/IPv6


Status:  NewAccepted


Key Words:  CMIP


Functionally Backward Compatible:  Yes





IMPACT/CHANGE ASSESSMENT


			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y











Business Need:


Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.


What is IPv6?


IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years.  IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).


Links for more info on IPv6:


http://en.wikipedia.org/wiki/IPv6


http://www.networkdictionary.com/networking/IPv6vsIPv4.php


How does this affect the NPAC?


Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.








Description of Change:


To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.








FRS:


TBD








IIS:


TBD








GDMO:


TBD








ASN.1:


TBD
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NANC 449 – Working Copy – v89


Origination Date:  02/23/12


Originator:  Comcast 


[bookmark: _Toc72227019]Change Order Number:  NANC 449


Description:  Active-Active SOA connection to NPAC – same SPID (Delegation Model)


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			FRS


			IIS





			Y


			Y











			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			N


			N


			Y


			Y


			N











			XML


			NPAC


			SOA


			LSMS





			TBD


			Y


			Y


			N











Business Need:


Currently, the NPAC is configured to enable a carrier to have one active SOA connection for a single SPID.  As carrier systems become more complex with a greater need to support high transaction volume, carriers should have the option to enable multiple active connections for the same SPID to the NPAC.  This will enable a carrier to connect to the NPAC from multiple geographical locations to allow business continuity in the event of network failure or single site failure.  Such functionality is very important given carriers have a very small window to respond to porting transaction requests such as defined in Next Day porting.


To illustrate, a carrier would have at its option, an opportunity to construct two (2) or more active SOA connections to the NPAC for the same SPID.  If one of the connections is broken due to a network failure, porting transactions can be diverted to another active NPAC connection thereby reducing business impacts during the porting process.


Use of multiple active SOA connections from a single SPID should be voluntary by carriers who wish to improve their application and network redundancy.  The advantage of having such active-active SOA infrastructure would improve porting efficiency during times of network impairment and natural disasters.


May ’13 LNPAWG meeting:


In order to facilitate the deployment of NANC 449 (CMIP version of Active-Active SOA connection to the NPAC – same SPID), the functionality should be included in the XML interface (NANC 372) as well.





Description of Change:


This change order is being created to analyze and document the change to the NPAC that would allow multiple associations from the same SPID and same function mask at the same time.


The current NPAC behavior (defined in chapter 5 of the IIS) allows a single association based on SPID/Function Mask at any one point in time. If a subsequent association is made, the existing one is terminated.  Section 5.6 (Single Association for SOA/LSMS) states, “A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.”  NANC 383 (Separate SOA channel for notifications) was implemented in release 3.3 to allow notifications to be sent over a separate SOA association, but does not allow for multiple associations using the same bit mask which is what is desired.


With this change order, a SOA would be able to connect with a second association using the same SPID value and same function mask values.  This means that both SOA A and SOA B are up running and active at the same time, connected to the same NPAC regions at the same time, and potentially sending/receiving SOA transactions as the same time.


Working assumptions:


· Network data (NPA-NXX, LRN, Dash-X) will be sent to SOA A & B.


· SOA Requests (e.g., NSP SV Create Request) sent from SOA A will have Responses sent back to SOA A (this is required as SOA B does not have the invoke ID of SOA A’s Request).


· Notifications initiated at the NPAC (e.g., SV StatusAttributeValueChange) will be sent to both SOA A and SOA B, regardless of whether SOA A, SOA B, other SP SOA, NPAC personnel, or NPAC business rules initiated the transaction that led to the notification.


· Functionality applies to two (2) or more SOA connections at the same time.


· Performance expectation is on a per SOA basis, not a per SPID basis.


· Notifications would be recoverable such that if SOA A was not associated and notifications were instead sent to SOA B, that SOA A would be able to get those missed notifications via recovery.


· Service Provider tunables (i.e., “SPIDables”) need to be evaluated to determine which can remain at the Service Provider level, and which would need granularity at the SOA level.


· Sep ’13, the full echo-back of data as the initiator is independent of having multiple SOAs defined.





Sep ’12 LNPAWG meeting:


Neustar sent out (8/31/2012) the following note prior to the Sep meeting to facilitate the discussion.


During our analysis of NANC 449 after the discussion at the July 2012 LNPAWG meeting, several questions have come up to which the answers will dictate our next steps with this change order.


Based on the current definition of NANC 449:


1. two or more SOA connections


1. from the same SPID


1. using the same CMIP association function mask information


1. sending/receiving CMIP requests/responses individually


1. receiving NPAC notifications whether or not involved in initial request


Our current NPAC architecture supports the current NPAC requirement (one CMIP association, per SPID, per function mask).  In order to support the 449 notion of two or more, a CMIP change will be required.  Furthermore, the two or more associations must perform the same type of work and support the same optional fields, thereby eliminating the potential for SOA A to support functionality that is different from SOA B for a given SPID.  The functional changes get complicated as we introduce the CMIP changes (e.g., the need for a SOA-Instance-ID to differentiate SOA A from SOA B for items like recovery), and the potential desire to support different message sets.


As an alternative, we have looked at a “relationship” architecture where SOA B uses a different SPID value than the SOA A main SPID value, and within the NPAC we have a “relationship” table that allows B to perform the same functions as A.  For example, a national Service Provider (SPID 2222) is performing an OSP SV Concur.  In one region that message could come from SOA A (2222), and in another region that message could come from SOA B (Y222).  Because the entry in the “relationship” table says that effectively Y222 is the same as 2222, the NPAC edits will accept this message.  For the NSP in both of these ports, they would see the OSP as 2222, thereby not causing confusion that the OSP is Y222.  Additionally, since the “relationship” table is stored solely in the NPAC, this approach does not require 2222 to update any NPAC data to be owned by Y222 (SV ownership still remains with 2222).


Please discuss this internally and be prepared to provide input during the Sep 2012 LNPAWG meeting (change management agenda item):


1. Current 449 definition


0. Higher development level of effort


0. All SOAs must support same functionality


0. Requires CMIP changes to GDMO and ASN.1


1.  “relationship” approach


1. Requires setup of “related” SPID in NPAC data, but not stored in local systems


1. All SOAs can support whatever optional data they wish to support (settings at the SPID level)


1. Does not require CMIP changes


1. Does not require any changes to existing NPAC data (e.g., nothing is changed to be owned by Y222)





Apr ’13:


In preparation for discussion at the May 2013 LNPAWG meeting, Comcast has provided an update to NANC 449.


In addition to multiple connections to the NPAC, the following functionality should be considered in order to support the carrier option of a NANC 449 solution:


1. Add the echo-back of LRN, GTT and Optional data fields in order to achieve consistent and complete data for both instances (SOA A/SOA B).  This will be required because the LRN, GTT and Optional data are expected to originate from a single instance only and are not returned by the NPAC today in the Object Creation Notification.  Hence, the non-originating instance would be missing this information.



2. Add a new field to the New Service Provider Create Request, “Order ID”.  This field, resident in many SOAs today, allows the SOA to coordinate ordering system information with NPAC porting information.  Consideration for other data fields or elements would be included to support use of other SOA systems in use by other service providers.  This new field will be included on both the New Service Provider Create Request and the echo-back information in #1 above to the non-originating instance.  This would ensure multiple  instances of SOA connectivity would contain complete and synchronized data.



May ’13 LNPAWG meeting:


After discussion about having Active-Active SOA connection functionality in the new XML interface defined in NANC 372, the group agreed to include that functionality in this change order.  So, all references for Active-Active SOA will apply to both the CMIP interface and the XML interface.  The group also agreed to change the new SOA field from “Order ID” to “Cross-Reference ID”.  Neustar agreed to add draft requirements to this document to facilitate discussion at the July meeting.





[bookmark: _Toc59881639]Jul ’13 LNPAWG meeting:


The various flavors of echo-back were discussed.  As a result, an additional feature will be added that allows a SOA (whether the initiator of a request, or the non-initator of a request) to indicate a preference on full echo-back for an ObjectCreationNotification and an AttributeValueChangeNotification.





Sep ’13 LNPAWG meeting:


Upon further discussion, all notifications will go to both SOA A and SOA B.  Also, the echo-back will now be associated with the New SP only (no need to echo routing data to the Old SP, this will be removed from the requirements).  This applies to an ObjectCreationNotification and an AttributeValueChangeNotification.





Nov ’13 LNPAWG meeting:


The use of the Delegation Model for Active-Active SOA applies to both the CMIP interface and the XML interface.









Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Active-Active SOA scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Active-Active SOA (echo-back, cross-reference ID).  See below:





			
NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports Full OCN as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all data in an Object Creation Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the initiator of a request.


The default value is False.





			NPAC Customer Non-Initiating SOA Supports All Modified Attributes as NSP Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports all modified data in an Attribute Value Change Notification as the New Service Provider from the NPAC SMS to the SOA as the non-initiator of a request.


The default value is False.





			NPAC Customer Cross-Reference ID Indicator


			B


			


			A Boolean that indicates whether the NPAC Customer supports Cross-Reference ID in Subscription Version records (create and modify prior to activation).


The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model

















			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			[bookmark: _Toc365876004][bookmark: _Toc368562172][bookmark: _Ref377212546][bookmark: _Ref377214451][bookmark: _Ref377214486][bookmark: _Ref379878757][bookmark: _Ref380305391][bookmark: _Ref380561759][bookmark: _Ref380561900][bookmark: _Ref380811299][bookmark: _Ref380811701][bookmark: _Ref411679858][bookmark: _Ref419620543][bookmark: _Ref436023959][bookmark: _Ref436023999][bookmark: _Ref436024023][bookmark: _Ref436024071][bookmark: _Ref377214446][bookmark: _Toc381720300][bookmark: _Toc436023452][bookmark: _Toc436025906][bookmark: _Toc436026066][bookmark: _Toc436037428][bookmark: _Toc437674411][bookmark: _Toc437674744][bookmark: _Toc437674970][bookmark: _Toc437675488][bookmark: _Toc463062923][bookmark: _Toc463063430]Cross-Reference ID


			C ( 25)


			


			An alphanumeric code which identifies an Cross-Reference ID or Cross-Reference Number from the service provider’s ordering system into the SOA.


This optional field may only be specified if the service provider SOA supports Cross-Reference ID.





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









Section 3.2, NPAC Personnel Functionality


Add new requirements for Mass Update/Mass Create that involves echo-back.





R3-7.1	Select Subscription Versions mass changes for one or more Subscription Versions


NPAC SMS shall allow NPAC personnel to select Subscription Versions for mass update which match a user defined combination of any of the following: SPID, LNP Type (any single LNP Type or none), TN, TN range (NPA-NXX-xxxx through yyyy, where yyyy is greater than xxxx), LRN, DPC values, SSN values, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only) on the NPAC Administrative Interface.  (Previously part of B-760 and B-761)


Note: If a single LNP Type is selected, then only that LNP Type will be used, otherwise, if no LNP Type is selected, then no restriction is imposed on the LNP Type as a selection criteria.


R3-7.2 	Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, SMS URI, Billing ID, End User Location Type, or End User Location Value, or Cross-Reference ID (pending-like SVs only). (reference NANC 399)


Req 1	Mass Update – Active-Active SOA – Notify SOA with all data in the Attribute Value Change Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Update in an Active-Active SOA scenario, and notify the SOA of all modified Subscription Version data in the Attribute Value Change Notification when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE.


Req 2	Mass Create – Active-Active SOA – Notify SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall allow NPAC Personnel to perform a Mass Create in an Active-Active SOA scenario, and notify the SOA of all Subscription Version data in the Object Creation Notification when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE.


Note:  Adding the echo-back of all data in the Object Creation Notification allows both SOA A and SOA B to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  For a Mass Create performed by NPAC, neither SOA A nor SOA B has this data as it was sent to the NPAC in a request outside of the SOA.





3.9, Service Provider Support Indicators


3.9.x, new section, SOA Echo-Back Indicators





Req 3	Service Provider Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 4	Service Provider Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 5	Service Provider Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 6	Service Provider Non-Initiating SOA Full OCN as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Object Creation Notification of all data (including routing data and optional data parameters) as the New Service Provider.


Req 7	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Full OCN as NSP Indicator to FALSE.


Req 8	Service Provider Non-Initiating SOA Full OCN as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Full OCN as NSP Indicator tunable parameter.


Req 9	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as an initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 10	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 11	Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.


Req 12	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator


NPAC SMS shall provide a Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter which defines whether this SOA as a non-initiator of a request supports an Attribute Value Change Notification of all modified  data (including routing data and optional data parameters) as the New Service Provider.


Req 13	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Default


NPAC SMS shall default the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator to FALSE.


Req 14	Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Non-Initiating SOA Modified Attributes AVC as NSP Indicator tunable parameter.









3.9.x, new section, Cross-Reference ID Indicator





Req 15	Service Provider SOA Cross-Reference ID Indicator


NPAC SMS shall provide a Service Provider SOA Cross-Reference ID Indicator tunable parameter which defines whether this SOA supports Cross-Reference ID functionality when sending in New Service Provider Create Requests.


Req 16	Service Provider SOA Cross-Reference ID Indicator Default


NPAC SMS shall default the Service Provider SOA Cross-Reference ID Indicator to FALSE.


Req 17	Service Provider SOA Cross-Reference ID Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Cross-Reference ID Indicator tunable parameter.





5.1, Subscription Version Management





Assmpt 1	Changing of Initiating SOA Supports Full OCN Indicators and Non-Initiating SOA Supports Full OCN Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Full OCN as NSP Indicator or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Full OCN as NSP Indicator, or the Non-Initiating SOA Supports Full OCN as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Assmpt 2	Changing of Initiating SOA Supports Modified Attributes AVC Indicators and Non-Initiating SOA Supports Modified Attributes AVC Indicators while Notifications are Queued


In the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator or the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from FALSE to TRUE any notifications for the initial active SOA that were already created and are in queue will be sent to just the initial active SOA, and in the event that the Initiating SOA Supports Modified Attributes AVC as NSP Indicator the Non-Initiating SOA Supports Modified Attributes AVC as NSP Indicator is changed from TRUE to FALSE any notifications for both SOAs that were already created and are in queue will be sent to both SOAs.


Req 18	Subscription Version – Active-Active SOA – Status Change Notifications


NPAC SMS shall, in an Active-Active SOA scenario, for all Subscription Version status changes applicable to SOA A, also notify SOA B.


R5‑16	Create Inter-Service Provider (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Alternative SPID (if supported by the Service Provider SOA)


· Last Alternative SPID (if supported by the Service Provider SOA)


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 19	Create Subscription Version – Cross-Reference ID


NPAC SMS shall accept the following optional field from NPAC Personnel or the new Service Provider upon Subscription Version creation, when the Porting to Original flag is set to True:


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑18.1	Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-5	Create “Intra-Service Provider Port” (non-PTO) Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-6.1	Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:  (reference NANC 399)


· LNP Type


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Req 20	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all Subscription Version data in the Object Creation Notification.


Note:  Adding the echo-back of all data in the Object Creation Notification allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).  The originating SOA already has this data as it was sent to the NPAC in the request.


Req 21	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all data in the Object Creation Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports Full OCN as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all Subscription Version data in the Object Creation Notification.


Req 22	Create Subscription Version – Active-Active SOA – Notify Non-Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the non-originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


Note:  Adding the echo-back of all modified data in the Attribute Value Change Notification (second Create of an SV, or modify-pending of an SV) allows the non-originating SOA to receive data such as LRN, GTT, Optional data, and Cross-Reference ID (if supported by the Service Provider SOA).


Req 23	Create Subscription Version – Active-Active SOA – Notify Initiating SOA with all modified data in an Attribute Value Change Notification to the New Service Provider


NPAC SMS shall, in an Active-Active SOA scenario when the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator tunable parameter is TRUE, notify the originating SOA of all modified Subscription Version data in the Attribute Value Change Notification.


R5‑28	Modify (non-PTO) Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version, when the Porting to Original flag is set to False:  (reference NANC 399)


· Billing Service Provider ID


· [snip]


· MMS URI (if supported by the Service Provider SOA)


· SMS URI (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


RR5-181	Modify (PTO) Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from the NPAC Personnel or the new Service Provider, when the Porting to Original flag is set to True, upon modification of a pending or conflict subscription version:


· Billing Service Provider ID


· End‑User Location ‑ Value


· End‑User Location ‑ Type


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑29.1	Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.  (reference NANC 399)


· LNP Type


· [snip]


· New SP Medium Timer Indicator (if supported by the New Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Old Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


R5‑31.3	Modify Subscription Version - Successful Modification Notification


NPAC SMS shall send an appropriate message to the old and new Service Providers upon successful modification of a Subscription Version.


Note:  Pending Subscription Version notifications for pseudo-LRN are only sent if the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE and the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Note:  Pending Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-40.3	Modify Active Subscription Version - Modification Success User Notification


NPAC SMS shall notify the originating user indicating successful modification of an active Subscription Version.


Note:  Active Subscription Version notifications for active-active SOA scenarios may include all Subscription Version data as defined by the Service Provider Initiating SOA Supports All Modified Attributes as NSP Indicator or Service Provider Non-Initiating SOA Supports All Modified Attributes as NSP Indicator.


R5-74.3	Query Subscription Version - Output Data - SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:  (reference NANC 399)


· Subscription Version ID


· [snip]


· New SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator (if supported by the Service Provider SOA)


· Cross-Reference ID (if supported by the Service Provider SOA)


Note: If the New SP Medium Timer Indicator value or Old SP Medium Timer Indicator value is not set on the Subscription Version, then it will not be returned in the query response.


R5-74.4	Query Subscription Version - Output Data - LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:  (reference NANC 399)


· Subscription Version ID


· [snip]


· MMS URI (if supported by the Service Provider LSMS)


· SMS URI (if supported by the Service Provider LSMS)


· Cross-Reference ID (if supported by the Service Provider LSMS)






IIS:


Update section 2.2 (updated text in yellow highlight).


Multiple associations per service provider to the NPAC SMS can be supported when using different function masks.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.  The secure association establishment is described in Section 5.





Update section 5.6 (updated text in yellow highlight).


[bookmark: _Toc116975748][bookmark: _Toc294800220]Single Association for SOA/LSMS


A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.  Active-Active SOA functionality can be supported by using the NPAC Delegation function.





Part II, update the following flows to indicate Cross-Reference ID as an optional attribute:


1. B.5.1.2, Subscription Version Create by the Initial SOA (New Service Provider)


2. B.5.1.3, Subscription Version Create by the Second SOA (New Service Provider)


3. B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION


4. B.5.2.4, Subscription Version Modify Prior to Activate Using M-SET


5. B.5.6, Subscription Version Query












GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


   


subscriptionVersionNPAC-Pkg PACKAGE


    BEHAVIOUR


        subscriptionVersionNPAC-Definition,


        subscriptionVersionNPAC-Behavior-1,


        subscriptionVersionNPAC-Behavior-2;


    ATTRIBUTES


        subscriptionVersionStatus GET-REPLACE,


        subscriptionOldSP GET-REPLACE,


        subscriptionNewSP-DueDate GET-REPLACE,


        subscriptionNewSP-CreationTimeStamp GET-REPLACE,


        subscriptionOldSP-DueDate GET-REPLACE,


        subscriptionOldSP-Authorization GET-REPLACE,


        subscriptionStatusChangeCauseCode GET-REPLACE,


        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,


        subscriptionBroadcastTimeStamp GET-REPLACE,


        subscriptionConflictTimeStamp GET-REPLACE,


        subscriptionCustomerDisconnectDate GET-REPLACE,


        subscriptionEffectiveReleaseDate GET-REPLACE,


        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,


        subscriptionCancellationTimeStamp GET-REPLACE,


        subscriptionCreationTimeStamp GET-REPLACE,


        subscriptionFailed-SP-List GET-REPLACE,


        subscriptionModifiedTimeStamp GET-REPLACE,


        subscriptionOldTimeStamp GET-REPLACE,


        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,


        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,


        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,


        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,


        subscriptionPreCancellationStatus GET-REPLACE,


        subscriptionTimerType GET-REPLACE,


        subscriptionBusinessType GET-REPLACE,


        subscriptionNewSPMediumTimerIndicator GET-REPLACE,


        subscriptionOldSPMediumTimerIndicator GET-REPLACE,


        subscriptionCrossRefId GET-REPLACE;


[snip]


subscriptionVersionNPAC-Behavior-1 BEHAVIOUR


    DEFINED AS !


        NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to


        NPAC SMS interface.


[snip]


  


        New service provider SOAs can only modify the following attributes:


  


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData


        subscriptionNewSPMediumTimerIndicator


        subscriptionCrossRefId


    !;


  


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The subscriptionCrossReferenceId is only returned on SOA queries


        to service providers that support the cross-reference ID.


[snip]








-- 999.0 LNP Subscription Cross Ref Id





subscriptionCrossRefId ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.CrossRefId;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionCrossRefIdBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};





subscriptionCrossRefIdBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the Cross Reference Id for the


        subscription version.


!;  








-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION


    BEHAVIOUR


        subscriptionVersionModifyDefinition,


        subscriptionVersionModifyBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;


    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;


    REGISTERED AS {LNP-OIDS.lnp-action 7};


   


subscriptionVersionModifyDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionModify action is the action that can be


        used by the SOA to modify a subscription version via the SOA to


        NPAC SMS interface.


    !;





subscriptionVersionModifyBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        New service providers may specify modified valid values for the


        following attributes, 


        on a pending or conflict subscription version,


        when the service provider's "Cross Ref ID”


        indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]








-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


   


subscriptionVersionNewSP-CreateDefinition BEHAVIOUR


    DEFINED AS !


        The subscriptionVersionNewSP-Create action is the action that is


        used via the SOA to NPAC SMS interface by the


        new service provider to create a new subscriptionVersionNPAC.


    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !





[snip]





        The new service provider must may optionally specify valid values for the following


        attributes, when the service provider's "Cross Ref ID"


        indicator is TRUE, and must NOT specify these values when the 


        indicator is set to FALSE:





        subscriptionCrossRefId





[snip]












ASN.1:


CrossRefId ::= GraphicString25








NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn       [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp    [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id    [16] BillingId OPTIONAL,


    subscription-lnp-type      [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL,


    subscription-med-ind       [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id  [24] CrossRefId OPTIONAL


}





NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn       [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp    [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc  [8] EXPLICIT DPC,


    subscription-lidb-ssn  [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id    [16] EXPLICIT BillingId,


    subscription-lnp-type      [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc     [19] EXPLICIT DPC,


    subscription-wsmsc-ssn     [20] EXPLICIT SSN,


    subscription-sv-type       [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData,


    subscription-med-ind       [23] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id  [24] EXPLICIT CrossRefId





}


SubscriptionData ::= SEQUENCE {


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12]


         EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL,


    subscription-cross-ref-id    [21] CrossRefId OPTIONAL





}


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc  [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn  [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc  [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn  [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    new-version-status          [20] VersionStatus OPTIONAL,


    subscription-sv-type        [21]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data  [22] EXPLICIT OptionalData OPTIONAL,


    subscription-new-sp-med-ind [23] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-old-sp-med-ind [24] EXPLICIT MediumTimerIndicator OPTIONAL,


    subscription-cross-ref-id   [25] CrossRefId OPTIONAL


}





SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc  [6] EXPLICIT DPC,


    subscription-lidb-ssn  [7] EXPLICIT SSN,


    subscription-isvm-dpc  [8] EXPLICIT DPC,


    subscription-isvm-ssn  [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc      [16] EXPLICIT DPC,


    subscription-wsmsc-ssn      [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    new-version-status          [20] EXPLICIT VersionStatus,


    subscription-sv-type        [21] EXPLICIT SVType,


    subscription-optional-data  [22] EXPLICIT OptionalData,


    subscription-new-sp-med-ind [23] EXPLICIT MediumIndicatorError,


    subscription-old-sp-med-ind [24] EXPLICIT MediumIndicatorError,


    subscription-cross-ref-id   [25] EXPLICIT CrossRefId


}












XML:





The cross-reference ID will be added to the following XML messages:





NewSpCreateRequest


NewSpCreateReply (InvalidData only)


ModifyRequest (Modify pending new)


ModifyReply (InvalidData only)


SvObjectCreationNotification


SvAttributeChangeNotification


SvQueryReply





Page 1 of 22




image5.emf

NANC 453 - change  defn and disallow use of inactive SPID - v1.docx




NANC 453 - change defn and disallow use of inactive SPID - v1.docx

NANC TBD453 – Working Copy – v1


Origination Date:  05/08/13


Originator:  Verizon


[bookmark: _Toc72227019]Change Order Number:  NANC TBD453


Description:  Change Definition and Disallow use of Inactive SPID


Functional Backwards Compatible:  Yes





IMPACT/CHANGE ASSESSMENT





			DOC


			FRS


			IIS





			


			Y


			N











			CMIP


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			N


			N


			Y


			N


			N











			XML


			XIS


			XSD


			NPAC


			SOA


			LSMS





			


			N


			N


			N


			N


			N














Business Need


An Inactive SPID is being used, causing SV data issues.


In some cases, upon completion of the pre-port process (LSR/FOC, WPR/WPRR), the Service Provider currently serving the TN (soon to be the Old SP) immediately submits a “release” message to the NPAC (Old SP Create Subscription Version Request).  Consequently, a pending SV is established at the NPAC based on this Request.


Sometimes, the Old SP replies on the New SP name to select the SPID value to enter on its “release” message to the NPAC.  Because some SPs have more than one valid SPID at the NPAC, the Old SP might not select the New SP SPID value that was included on the LSR, but a different SPID value for the same Service Provider.  Further complicating the port transaction, the New SP SPID entered by the Old SP may be a SPID that the New SP has decomissioned.  Untangling the message involves substantial manual effort and results in a delay in establishing the consumer's new telephone service.


Current NPAC business rules require that the NPAC retain a SPID as long as it is associated with any network data, such as an LRN, or it appears in any active-like SV record.  That is, even if the SPID appears only as the "Old SP" in an SV record, the SPID cannot be decommissioned in the NPAC in such a way that the error described above can be prevented.  Hence, the “inactive” SPID is not inactive in the NPAC.


The business need is to provide some mechanism that would disallow the use of a SPID that has been decommissioned by the Service Provider, but still remains in the NPAC because of the current business rules.





Description of Change:


This change order is being created to resolve the issue of incorrectly using an “inactive” SPID.


The proposed change is to allow a SPID to be deleted if it is listed as the Old SP on an active-like SV.  This change would not affect functionality in the NPAC (ability to port, PTO) as this decommissioned SPID does not own any codes, pooled blocks, or SVs.  Yet, it would prevent the incorrect usage/reference of this decommissioned SPID when creating new SVs.


There are both a short-term solution and a long-term solution to this “inactive” SPID delete scenario where the only data that exists for this decommissioned SPID are the active-like SVs where they are the Old SP value.  In the description below, the decommissioned SPID is 1111, and the newer/current a temporary placeholder SPID for the Service Provider (not used by any Service Provider in that region) is 2222:


1. Short-term – Execute a script during the maintenance window (or a pre-defined and agreed-upon window while the system is up and running) that performs a work-around for the current requirements functionality.  At a high-level, this would involve the following:


a. Clean-up any pending SVs that list 1111 as the new SP.


b. Enter maintenance.


c. Update the Old SP value from 1111 to 2222 on the applicable SVs.


d. Delete 1111 (this will cause the delete download to all Service Providers).


e. Restore the Old SP value from 2222 to 1111 on the applicable SVs.


f. Bring the region back up.


g. All Service Providers will recover the delete download.


h. Decommissioned SPID 1111 is no longer valid for SV create messages.


2. Long-term – Discuss two options (2a and 2b), then decide.  Make corresponding software changes to the NPAC:


a. Allow the delete of a SPID in the NPAC, even when there are active SVs that use that SPID value in the Old SP field.


b. Add an NPAC setting/status that prevents a SPID from being specified in the New SP field on SV Create messages.


c. During the July 2013 LNPA WG meeting, it was decided by the group that there was benefit to having both 2a and 2b for the long-term solution.  As such, new requirements will be added to this document.



[bookmark: _Toc59881639]Requirements:


TBD.


Existing Requirements.


(RR4-3.1 is not changing, but is included for reference purposes to define “affected” SVs in R4-22.1, R4-22.2, and R4-22.3)


RR4-3.1	Removal of NPA-NXX – Subscription Version Check


NPAC SMS shall allow removal of an NPA-NXX by NPAC personnel only if no Subscription Versions, except for Old without a Failed SP List or Canceled Subscription Versions, exist for the NPA-NXX.


R4-22.1	No Subscription Versions during Service Provider Delete


NPAC SMS shall perform the deletion of the Service Provider data, notify the user that the deletion request was successful, if there are no affected Subscription Versions, and write the Service Provider data to a history file.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.2	Subscription during Service Provider Delete


NPAC SMS shall notify the user that the request to delete the Service Provider data cannot be completed until the affected individual Subscription Versions are modified, if affected Subscription Versions are found.


Note:  The Subscription Versions that are allowed to exist include Cancelled, Old with an empty Failed SP List, and Active where the Old Service Provider value is the SPID.


R4-22.3	Service Provider subscription restrictions during Network Data Delete.


NPAC SMS shall determine if there are any Subscription Versions being affected by the NPA-NXX and/or LRN data being deleted.


Note:  The Subscription Versions that are allowed to exist include Cancelled, and Old with an empty Failed SP List.


R5-18.5	Create Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Inter-Service Provider port.


New Requirements.


Req 1	Service Provider – No new Subscription Versions as New Service Provider


NPAC SMS shall allow NPAC personnel to mark a Service Provider as not-available for use as the New Service Provider in Subscription Versions Create Requests.


Req 2	Create “Intra-Service ” Subscription Version - Service Provider ID Validation


NPAC SMS shall verify that the old and new Service Provider IDs exist in the NPAC SMS system and are available for porting, upon Subscription Version creation for an Intra-Service Provider port.








IIS:


No Change Required.


Flow B.3.2, Service Provider Deletion by the NPAC.


Check the database to see if the service provider has associated with it NPA-NXX data, LRN data, or subscription versions with status other than old with an empty failed SP List cancelled, or Active where the Old Service Provider value is the SPID.  If so, deny the request.








XIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XML:


No Change Required.
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Business Need


During the discussion of NANC 372 and the XML Interface, it was stated that two types of messages in the CMIP interface were not used:


1. The NPAC does not use the CMIP message to indicate scheduled downtime.


2. The SOA and LSMS do not use the CMIP message for creating their own NPA-NXX Filters


For scheduled downtime, Neustar has contractual arrangements with the NAPM and the CLNPC on the dates and times involved in regularly scheduled downtime (Sunday morning, various durations).  Therefore a CMIP message mechanism is not needed.


For NPA-NXX Filters, all Service Providers utilize the NPAC Help Desk procedures where NPAC Personnel manage NPA-NXX Filters for the given Service Providers.  Although part of the original system design, Neustar is unaware of any Service Provider that has the self-management of NPA-NXX Filters in their local systems today.





Description of Change:


This change order is being created to remove unused CMIP messages from the NPAC.


The proposed change is to delete the following:


1. The notification, lnpNPAC-SMS-Operational-Information.  This is sent from the NPAC to the SOA, and the NPAC to the LSMS.


2. The management of the lsmsFilterNPA-NXX object.  This includes both creating (M-CREATE Request) and deleting (M-DELETE Request).














[bookmark: _Toc59881639]Requirements:


Remove narrative and requirements.


2.5, Disaster Recovery and Backup Process.


3.6.1 NPA-NXX Level Filters, RR3-5, RR3-6.


6.7.1, Notification Recovery, lnpNPAC-SMS-Operational-Information.


Appendix E, Download Files, lnpNPAC-SMS-Operational-Information.








IIS:


Remove narrative and flows.


Several references to lnpNPAC-SMS-Operational-Information.


Reference to LSMS Filter NPA-NXX Create.


Reference to LSMS Filter NPA-NXX Delete.


Flow B.8.1, SOW/Local SMS Notification of Scheduled NPAC Downtime.


Flows in B.6, LSMS Filter NPA-NXX Scenarios (SOA/LSMS Create and Delete their own NPA-NXX Filters).





XIS:


No Change Required.








GDMO:


Remove objects, notifications, and behavior description.


Several references to lnpNPAC-SMS-Operational-Information.


Several references to SOA/LSMS creating or deleting their own lsmsFilterNPA-NXX data.





ASN.1:


Remove references.


Several refences to lnp-npac-sms-operational-information.





XML:


No Change Required.
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Business Need


During the May 2013 LNPA WG meeting, participants discussed a pending request for a SPID Migration of 840,000 SV records, that included 880 Number Pool Blocks.  Since all LSMSs are now EDR, the actual number of records to be updated was approximately 1000, and not 840,000, but the SPID Migration needed exception processing because it exceeded the TN threshold of 500,000.  This led to a July 2013 LNPA WG discussion about the “count” method.  The consensus of the WG was that in the current all-EDR environment, the quantity of pooled SVs is no longer relevant, and as such the count should use Number Pool Block records and not pooled SV records.





Description of Change:


This change order is being created to change the definition of TN threshold for a SPID Migration.  Pooled SVs will no longer be factored into the count of SV records affected by a SPID Migration.






[bookmark: _Toc59881639]Requirements:


(no actual requirement is updated, just a note under requirement RR3-612.  All requirements related to quota are included here for context)





RR3-602	SPID Migration Update – Quota Management


NPAC SMS shall apply quota to SPID Migration operations for Total US SPID Migrations, Total Regional Migrations, and Regional SV Counts when NPAC Personnel approve a SPID migration.  (previously NANC 408, Req X34)


RR3-603	SPID Migration Update – Quota Management – Quota Exceeded Rejection for Service Provider Personnel


NPAC SMS shall check quota to SPID Migration operations when a Service Provider creates or modifies a SPID Migration and reject the request if any of the quotas have been exceeded.  (previously NANC 408, Req X35)


RR3-604	SPID Migration Update – Quota Management – Quota Exceeded Warning for NPAC Personnel


NPAC SMS shall check quota to SPID Migration operations when NPAC Personnel creates or modifies a SPID Migration and provide a warning if any of the quotas have been exceeded.  (previously NANC 408, Req X35.5)


RR3-605	SPID Migration Update – Quota Management – Quota Exceeded Warning Content


NPAC SMS shall include the Pending and Approved counts for all exceeded quotas in the Quota Exceeded Warning Message.  (previously NANC 408, Req X36)


RR3-606	SPID Migration Update – Migration Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migration timeslots within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 27)


RR3-607	SPID Migration Update – Migration Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration Quota tunable parameter to seven (7) migrations.  (previously NANC 408, Req 28)


RR3-608	SPID Migration Update – Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Quota tunable parameter.  (previously NANC 408, Req 29)


RR3-609	SPID Migration Update – All Regions Migration Quota Tunable Parameter


NPAC SMS shall provide an All Regions SPID Migration Quota tunable parameter, which is defined as the maximum number of SPID Migrations timeslots for all regions for a given SPID Migration maintenance window.  (previously NANC 408, Req 30)


RR3-610	SPID Migration Update – All Regions Migration Quota Tunable Parameter Default


NPAC SMS shall default the All Regions SPID Migration Quota tunable parameter to twenty-five (25) migrations.  (previously NANC 408, Req 31)


RR3-611	SPID Migration Update – All Regions Migration Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the All Regions SPID Migration Quota tunable parameter.  (previously NANC 408, Req 32)


RR3-612	SPID Migration Update – SV Quota Tunable Parameter


NPAC SMS shall provide a SPID Migration SV Quota tunable parameter, which is defined as the maximum number of SVs and NPBs within a region for a given SPID Migration maintenance window.  (previously NANC 408, Req 35)


NOTE:  The number includes both ported and pooled SVs plus number pool blocks.  The number of pooled SVs are NOT included.


NOTE:  The quantity of SVs and NPBs can be dynamic, so the quantity is based on the number of SVs and NPBs for a given migration at the time of the SPID Migration request.  For subsequent migrations in a given window, the previous SPID Migration SV quantities are not recalculated.  Modifying a SPID Migration will cause SV and NPB quantities to be recalculated.


RR3-613	SPID Migration Update – SV Quota Tunable Parameter Default


NPAC SMS shall default the SPID Migration SV Quota tunable parameter to five hundred thousand (500,000) SVs and NPBs.  (previously NANC 408, Req 36)


RR3-614	SPID Migration Update – SV Quota Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration SV Quota tunable parameter.  (previously NANC 408, Req 37)








IIS:


No Change Required.








GDMO:


No Change Required.








ASN.1:


No Change Required.








XIS:


No Change Required.








XSD:


No Change Required.
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Business Need


With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:


· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.


· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.


With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.


Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.





Description of Change:


This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).


These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.





May ’14 LNPA WG meeting:


The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.





Jul ’14 LNPA WG meeting:


The detailed requirements and data model updates were discussed.  It was agreed that the NPB data model and the NPB Create message should be included.





Sep ’14 LNPA WG meeting:


Updates were discussed.  XML LSMS impact was changed from Y to N.  No other changes at this time.









[bookmark: _Toc59881639]Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]
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			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			Suppress Other SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID.





			Suppress Other SPID Delegates


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID’s Delegate(s).





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			[snip]


			


			


			








[bookmark: _Toc391631112]Table 3‑9 Number Pooling Block Holder Information Data Model









			
NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer (SPID that is allowing the Authorized SPID to indicate on a request whether or not to suppress notifications).





			Authorized SPID


			C(4)


			


			The Service Provider ID of the Authorized SP (Initiator SPID that can suppress notifications to the NPAC Customer).





			Authorized SP Name


			C(40)


			


			The NPAC Customer Name of the Authorized SP.








Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model








Section 3.8, Notifications


Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.


Req 1	Notification Suppression – Types of Requests


NPAC SMS shall allow the NPAC Administrative interface, NPAC Service Provider Low-Tech Interface, and the XML interface to suppress notifications for the following requests:


· SV Create


· SV Activate


· SV Cancel


· SV Cancel Concurrence


· SV Disconnect


· SV Modify


· SV Conflict Resolution


· Pooled Block Create


· Pooled Block Modify


· Pooled Block Disconnect (NPAC Administrative Interface only)





Req 2	Notification Suppression – Types of Options


The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:


· suppress to self (Initiator SPID)


· suppress to parent Grantor (if Initiator SPID is a Delegate)


· suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)


· suppress to the Other SPID


· suppress to the Other SPID’s Delegate(s)





Req 3	Notification Suppression –Suppression Options as Non-Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 4	Notification Suppression –Suppression Options as Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 5	Notification Suppression – Service Provider Authorization List


NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.


Note:  The Authorization List maintains a 1:1 relationship between an Initiator SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.


Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request from an Initiator SPID, in subscription versions and Number Pool Blocks.


Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.


Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.


Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.


Req 9	Notification Suppression – Persisting Notification Suppression


NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.


Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.


Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior


NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.


Req 11	Notification Suppression – Service Provider Authorization List – No Entry – XML Interface Behavior


NPAC SMS shall accept and process an XML message from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 12	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior


NPAC SMS shall accept and process a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 13	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior – Exception and Rejection


NPAC SMS shall reject a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, when there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and the request is for an SV/NPB Create/Release.






Section 3.13, Block Information


Add requirements for suppression options in Number Pool Block Requests.


RR3-132	Number Pooling Block Holder Information –Update Notification


NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)


Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.


Req 14	Notification Suppression – Number Pool Block Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:








			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			N/A


			N/A





			Delegate


			Y


			Y


			Y


			N/A


			N/A





			Grantor


			Y


			N/A


			Y


			N/A


			N/A





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed


















Section 5, Subscription Management


Add requirements for suppression options in SV Requests.


Req 15	Notification Suppression – SV Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed

















Appendix C





SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


Notification priorities are applied to the XML interface, however, all attributes in the StatusAttributeValueChange notification have been merged into the AttributeValueChange notification as indicated in the XML Schema.  Only the AttributeValueChange notification is used in the XML interface (business rules applying priority are the same except where noted in the table).


Notification suppression on requests will be processed according to the results of notification suppression options on a request, along with notification suppression authorization list data.






IIS:


.


Add a note to section B.1, Overview, stating that notifications are not sent when valid notification suppression indicators to suppress are include in a request from an Initiator SPID.








XIS:


See separate document.











GDMO:


No change required.











ASN.1:


No change required.











XML:


See separate document.
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Business Need


With the XML interface, Service Providers need the ability to suppress notifications on a per request basis.  The current NPAC functionality has a notification priority category table which contains an entry for every SOA.  For each of the 45 categories, the Service Provider SOA can designate a priority of High, Medium, Low, or None.  However, this one-size-fits-all-notifications-of-that-type approach does not always work for the Service Provider SOA.  For some of these notification categories, flexibility in receiving/suppressing is desired.  As an example, one of the notifications is L-11.0 type F, Subscription Version Status Attribute Value Change Notification – Modify Active, which has a default value of Medium.  Two scenarios demonstrate this desired flexibility:


· When the current SOA performs a modify-active on LRN, it is important to know the entries on the failed list as this would affect call routing.  Therefore, the SOA desires to receive these SAVC modify-active notifications.


· However, when the current SOA performs a modify-active of the Alternative SPID optional data, it is not necessary to know the failed list as this would not affect call routing and the current SOA does not want to receive the extra SOA messages associated with these SAVC modify-active notifications.


With the current implementation, a SOA is not able to receive the notifications in the LRN scenario, and suppress the notifications in the Alternative SPID scenario.  As Service Providers begin to explore the functional and operational items associated with the development of an XML interface, this type of flexibility is desired.


Another need occurs when two SPIDs within the same company are moving TNs from one of their SPIDs to the other SPID.  For example, Company 1 has SPID A and SPID B, and for some intra-company inter-SPID port requests it wants to allow SPID A to suppress for both A and B.  Then when A is moving TNs from B, it can send a Create SV Request and indicate that notifications for this request should be suppressed to both A and B.





Description of Change:


This change order is being created to allow a Service Provider to suppress notifications on a per request basis.  It also allows a SPID to link together with another SPID for notification suppression.  Any SPID desiring this linking functionality would be required to explicitly authorize the other SPID (e.g., SPID A could send a request for suppression to both A and B only after B authorized A to suppress, which would be contained in the NPAC Customer Profile information.  However, even though SPID C is also part of the same company, no explicit authorization has been provided, so there is no suppression relationship between A and C, or B and C).


These changes will allow the Service Provider SOA to have a new level of flexibility when sending transaction requests to the NPAC.





May ’14 LNPA WG meeting:


The group accepted this change order.  Requirements detail will be provided for review during the Jul ’14 LNPA WG meeting.





Jul ’14 LNPA WG meeting:


The detailed requirements and data model updates were discussed.  It was agreed that the NPB data model and the NPB Create message should be included.





Sep ’14 LNPA WG meeting:


Updates were discussed.  XML LSMS impact was changed from Y to N.  No other changes at this time.









[bookmark: _Toc59881639]Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Notification Suppression scenario.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attributes for the Notification Suppression options in an SV or NPB Request.  See below:








			SUBSCRIPTION VERSION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]
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			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			Suppress Other SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID.





			Suppress Other SPID Delegates


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to the Other SPID’s Delegate(s).





			[bookmark: _Toc279510778][snip]


			


			


			








Table 3‑6 Subscription Version Data Model









			NUMBER POOLING BLOCK HOLDER INFORMATION DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Suppress Initiator SPID


			B


			


			A Boolean that indicates whether the Initiator SPID wishes to suppress notifications to itself.





			Suppress Grantor SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Delegate) wishes to suppress notifications to its Grantor.





			Suppress Delegate SPID


			B


			


			A Boolean that indicates whether the Initiator SPID (as a Grantor or another Delegate) wishes to suppress notifications to related Delegate(s).





			[snip]
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NPAC CUSTOMER NOTIFICATION SUPPRESSION AUTHORIZED SPID LIST DATA MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			NPAC Customer ID


			C (4)


			


			An alphanumeric code which uniquely identifies an NPAC Customer (SPID that is allowing the Authorized SPID to indicate on a request whether or not to suppress notifications).





			Authorized SPID


			C(4)


			


			The Service Provider ID of the Authorized SP (Initiator SPID that can suppress notifications to the NPAC Customer).





			Authorized SP Name


			C(40)


			


			The NPAC Customer Name of the Authorized SP.








Table 3-x NPAC Customer Notification Suppression Authorized SPID List Data Model








Section 3.8, Notifications


Add a new sub-section (3.8.x) that describes the functionality of the Notification Suppression requirements.  Add a note that this functionality applies to the XML Interface, the NPAC Administrative GUI Interface, and the Service Provider Low-Tech Interface.


Req 1	Notification Suppression – Types of Requests


NPAC SMS shall allow the NPAC Administrative interface, NPAC Service Provider Low-Tech Interface, and the XML interface to suppress notifications for the following requests:


· SV Create


· SV Activate


· SV Cancel


· SV Cancel Concurrence


· SV Disconnect


· SV Modify


· SV Conflict Resolution


· Pooled Block Create


· Pooled Block Modify


· Pooled Block Disconnect (NPAC Administrative Interface only)





Req 2	Notification Suppression – Types of Options


The following notification suppression options shall be available when an NPAC user specifies notification suppression in a request:


· suppress to self (Initiator SPID)


· suppress to parent Grantor (if Initiator SPID is a Delegate)


· suppress to Delegates(s) (if Initiator SPID is a Grantor or one of several Delegates related to a parent Grantor)


· suppress to the Other SPID


· suppress to the Other SPID’s Delegate(s)





Req 3	Notification Suppression –Suppression Options as Non-Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 4	Notification Suppression –Suppression Options as Delegate


NPAC SMS shall provide a Service Provider with the option to suppress notifications to self, parent Grantor, other related Delegate(s), the Other SPID, and the Other SPID’s Delegate(s) on a per request basis.


Req 5	Notification Suppression – Service Provider Authorization List


NPAC SMS shall provide a Service Provider Notification Suppression Authorization List which defines the list of other Service Providers that can suppress notifications to this Service Provider on a per request basis.


Note:  The Authorization List maintains a 1:1 relationship between an Initiator SPID and a Suppressed SPID, whether each of those SPIDs is a Regular SPID, Grantor SPID, or Delegate SPID.


Req 6	Notification Suppression – Add SPID to Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to add a SPID to the Notification Suppression Authorization List, which results in the SPID not receiving notifications based on the suppression indicators in a request from an Initiator SPID, in subscription versions and Number Pool Blocks.


Note:  A Service Provider (whether regular SPID, Grantor SPID, or Delegate SPID) is responsible for establishing their own list of Authorized Service Providers, while working with NPAC Personnel.


Req 7	Notification Suppression – Delete SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider, to delete a SPID from the Notification Suppression Authorization List for a given Service Provider.


Req 8	Notification Suppression – Query SPID from Notification Suppression Authorization List by NPAC Personnel on behalf of a Service Provider


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Notification Suppression Authorization List for a given Service Provider.


Req 9	Notification Suppression – Persisting Notification Suppression


NPAC SMS shall, in cases where a subscription version or Number Pool Block action results in LSMS messages or activity, persist notification suppression until the corresponding subscription version or Number Pool Block has an empty failed SP List.


Note:  A Failed SP List can be cleared by a resend, resend exclusion, or audit.


Req 10	Notification Suppression – Service Provider Authorization List – NPAC Personnel Behavior


NPAC SMS shall maintain the same behavior for NPAC Personnel to suppress notifications on a per request basis as Service Providers.


Req 11	Notification Suppression – Service Provider Authorization List – No Entry – XML Interface Behavior


NPAC SMS shall accept and process an XML message from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 12	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior


NPAC SMS shall accept and process a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, even if there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and send notifications using normal processing.


Req 13	Notification Suppression – Service Provider Authorization List – No Entry – Administrative Interface and Low-Tech Interface Behavior – Exception and Rejection


NPAC SMS shall reject a request from the NPAC Administrative Interface or Service Provider Low-Tech Interface from an Initiator SPID that includes notification suppression indicators for Grantor/Delegate/Other SPIDs, when there is no entry in the Service Provider Authorization List for the Grantor/Delegate/Other SPIDs, and the request is for an SV/NPB Create/Release.






Section 3.13, Block Information


Add requirements for suppression options in Number Pool Block Requests.


RR3-132	Number Pooling Block Holder Information –Update Notification


NPAC SMS shall send all SOA notifications to the current SP (the block holder) for updates on Blocks, when the Block SOA Origination is TRUE.  (Previously B-120)


Note:  The SOA Orignation indicator and the per-request notification suppression indicators are combined together to determine notification sending or notification suppression.


Req 14	Notification Suppression – Number Pool Block Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:








			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			N/A


			N/A





			Delegate


			Y


			Y


			Y


			N/A


			N/A





			Grantor


			Y


			N/A


			Y


			N/A


			N/A





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed


















Section 5, Subscription Management


Add requirements for suppression options in SV Requests.


Req 15	Notification Suppression – SV Request Indicators determine Suppression


NPAC SMS shall suppress notifications on a per-request basis based on the values in the request and the table below:





			 


			Suppress Notifications Options:





			Role of SPID Sending Request


			Self (Initiator)


			Grantor


			Delegate(s)


			Other SPID


			Delegate(s) of Other SPID





			 


			 


			 


			 


			 


			 





			BAU SPID


			Y


			N/A


			N/A


			Y


			Y





			Delegate


			Y


			Y


			Y


			Y


			Y





			Grantor


			Y


			N/A


			Y


			Y


			Y





			 


			 


			 


			 


			 


			 





			(shading)


			 = Authorization required from the SPID being suppressed

















Appendix C





SOA Notification Priority Tunables


Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:


· volume of the particular notification was very small


· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port


Notification priorities are applied to the XML interface, however, all attributes in the StatusAttributeValueChange notification have been merged into the AttributeValueChange notification as indicated in the XML Schema.  Only the AttributeValueChange notification is used in the XML interface (business rules applying priority are the same except where noted in the table).


Notification suppression on requests will be processed according to the results of notification suppression options on a request, along with notification suppression authorization list data.






IIS:


.


Add a note to section B.1, Overview, stating that notifications are not sent when valid notification suppression indicators to suppress are include in a request from an Initiator SPID.








XIS:


See separate document.











GDMO:


No change required.











ASN.1:


No change required.











XML:


See separate document.
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]
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Sunset List- 03-03-2015 (with revisions).docx
LNPA WG – Potential Sunset List

[bookmark: _GoBack]LNPA WG Agenda Item – Determine what NPAC Functionality should be considered for sunset

Service Provider Data

Sunset the ability for Service Providers to update their CMIP network data in their customer profile



The NPAC Customer Network Address information allows Service Providers to modify their own data, such as NSAP, TSAP, SSAP, PSAP, and Internet Address.  It would be more secure to only allow NPAC Personnel to modify this data on behalf of the Service Provider, as an incorrect modification would cause the Service Provider to lose connectivity to the NPAC.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  No Service Provider has updated their CMIP Network Data in their customer profile in the past year. 



Local System Impact:  NoneRemoving this functionality from the interface would result in ASN.1 and GDMO impacts.  Local Systems that allow it today would have to be changed to remove capability.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.

Removed

Sunset unused Customer Contact information on NPAC Admin GUI and LTI



The NPAC Customer Contact information has categories for Billing, Conflict Resolution, LSMS, NPAC Customer, Network and Communications Facilities, Operations, and Repair Center.  Many of these are either left blank, or populated with the same information for all categories, rendering them not helpful to other Service Providers that are looking to get the appropriate contact information. At one time this information was used to populate the NPAC secure website, however today all contact info for the secure website is pulled from a different system. The contact info in the NPAC customer profile can only be viewed by the profile SPID and NPAC Personnel.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  There werehave been 3 Service Providers that have requested to change the contact information in their profile in 2014this year.



Local System Impact:  None.  Only viewable on Admin GUI and LTI.The Customer Contact information can be queried over the XML and CMIP interfaces and updated over the CMIP interface.  Either an operations change (if disabled in the NPAC only) or a functionality change (if removed from the interface) would be required to sunset this capability.



Network Data

Removed

Removed

Subscription Data

Sunset single TN Notifications



In R3.1 (Oct 2001), the NPAC implemented NANC 179, TN Range Notifications.  For SOAs/LSMSs that do not support ranges, individual TN notifications are used.  Ranged notifications are beneficial for updates to multiple SVs because the notification information is consolidated into a single notification.  This functionality is optional in the XML interface.  For 1 TN, a range notification of 1 is used.


NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  5 SOA SPIDs (3 Service Providers) in the 7 U.S. NPAC Regions currently do not support range notifications.  The vendor(s) for these 3 Service Providers do support range notifications.



Local System Impact:  Sunsetting single TN notifications does have SOA impact.



Removed 



[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Removed



Sunset the ability for SOA to not support Cause Code 2 (automatic conflict from cancellation notification)



In R3.3 (Feb 2006), the NPAC implemented NANC 138, Definition of Cause Codes.  A new cause code was added to differentiate 1.) automatic cancellation, from 2.) automatic conflict from cancellation.  For SOAs that do not support cause code #2, the cause code was set to #1 in all cases, thereby limiting the effectiveness of cause code #1 (is it really #1, or #2 defaulted to #1?).  This functionality is still optional in the XML interface.



NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (10 Service Providers) in the 7 U.S. NPAC Regions currently do not support Cause Code 2.  The vendor(s) for these 10 Service Providers do support Cause Code 2.



Local System Impact:  Sunsetting the ability to NOT support Cause Code 2 does have SOA impact.



Sunset the ability for SOA to not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2



NANC change order 373 was created and discussed in Dec 2002.  The NPAC documentation did NOT initially list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict at expiration of the T2 timer. To reconcile this, a doc only change was made to include it and the AVC notification was optional. If this feature is sunset it would no longer be optional. All systems would receive the notification. This is required in the XML interface.


NPAC LOE:  Low.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  11 SOA SPIDs (5 Service Providers) in the 7 U.S. NPAC Regions currently do not support receiving AVC when an SV transitions from Cancel-Pending to Conflict due to expiration of T2.  The vendor(s) for these 5 Service Providers do support receiving the AVC.



Local System Impact:  Sunsetting the ability to NOT support receiving this AVC does have SOA impact.



Pool Block Data

Removed



Audits

Sunset Delete Audit notifications in CMIP Interface



During the development of the XML documentation, it was agreed that the notification from the NPAC to the SOA that created the audit would NOT be included in the XML interface.  The M-EVENT-REPORT objectCreation of the subscriptionAudit object is not a candidate for sunset in CMIP because it contains the Audit ID.  Therefore, only the M-EVENT-REPORT objectDeletion of the subscriptionAudit object is a candidate for sunset in CMIP.



NPAC LOE:  Low-Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  In the pastDuring a 45 days period in November-December, 2014, the NPACs in the 7 U.S. Regions have sent an M-EVENT-REPORT objectDeletion for the subscriptionAudit object 2,495 times.



Local System Impact:  To be determined by SOA Vendors.



Sunset separate Audit Discrepancy notification in CMIP Interface (this will result in the consolidation of the data in the Audit Discrepancy results notification into the Audit results notification. 



During the development of the XML documentation, it was agreed to combine two CMIP notifications (subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults) into one XML notification (subscriptionAuditResults), from the NPAC to the current SOA.  Making the same change to the CMIP interface and removing the M-EVENT-REPORT subscriptionAudit-DiscrepancyRpt notification is a candidate for sunset.



NPAC LOE:  Medium.

SOA LOE:  TBD

LSMS LOE:  TBD



Usage:  Every time an Audit is completed and results sent to SOA.



Local System Impact:  SOA will have to support new format to accept discrepancy results data in Audit results notification.



Recovery

Removed

BDDs

Sunset BDD Response Files



In R3.2 (May 2003), the NPAC implemented NANC 322, Clean up Failed SP List based on Service Provider’s BDD Response File.  This allowed a failed LSMS to bypass the receipt of SV data during an SV Recovery Request if the LSMS already received the SVs in a BDD File.  This functionality is not interface specific. It could be used by providers regardless of what interface they support.


NPAC LOE:  Low.



Usage:  No provider has ever sent a BDD response file to the NPAC for processing.  At the January 2015 LNPA WG meeting, the group determined that this is a strong candidate for sunsetting.



Local System Impact:  None.



Reports

Removed



Sunset Data Integrity Sample (Audit and report)



The Data Integrity Sample functionality is no longer needed (both the audit and the report).  This is defined in section 8.7, Data Integrity Sampling, of the FRS.  It was designed to monitor data integrity between the NPAC SMS and the Local SMS.  Data integrity has never been an issue, as failed SP Lists with corresponding recovery requests, and audits are self-cleaning mechanisms.


NPAC LOE:  Low.



Usage:  The Sample Audit is run every 7 days, but the report is never generated. 



Local System Impact:  None.



Other Data

Removed

Removed

Sunset the following (highlighted in yellow) unused billing categories (like mass storage, audits, etc.)



Some billing data and billing reports are not used (e.g., R11-4, Usage Measurements for Allocated Mass Storage, NPAC SMS shall generate usage measurements for the allocated mass storage – number of records stored – for each Service Provider).


From the FRS (NOTE:  Only the following functionality highlighted in yellow is being considered for sunsetting):



[bookmark: _Toc357417121][bookmark: _Toc361567576][bookmark: _Toc364226300][bookmark: _Toc365874913][bookmark: _Toc367618328][bookmark: _Toc368561434][bookmark: _Toc368728378][bookmark: _Toc380829238][bookmark: _Toc436023431][bookmark: _Toc436025494][bookmark: _Toc376766656]11.2	System Functionality

R11‑2	Generating Usage Measurements for NPAC Resources

NPAC SMS shall measure and record the usage of NPAC resources on a per Service Provider basis.

R11‑3	Generating Usage Measurements for Allocated Connections

NPAC SMS shall generate usage measurements for allocated connections for each Service Provider.

R11‑4	Generating Usage Measurements for Allocated Mass Storage

NPAC SMS shall generate usage measurements for the allocated mass storage (number of records stored) for each Service Provider.

R11-9	Billing Report Types

NPAC SMS shall be capable of creating the following billing reports:

· Login Session Per Service Provider

· Allocated Mass Storage

· Messages Processed by type (to include download data and data resent by request)

· Audits Requested and Processed

· Requested Report Generation

· Service Establishment (to include Service Provider establishment, user login ID addition to the NPAC SMS, and mechanized Interface Activation)

R11-13	NPAC Personnel Billing Report Destination

· NPAC SMS shall allow NPAC personnel to determine the output destination of the billing report. The destinations will include: on-line (on screen), printer, file, or FAX. The default selection is on-line.



NPAC LOE:  Low.



Usage:  None.



Local System Impact:  None.



Removed

GUI

SunsetClarify Requirements for Unused User ID disable period tunable/feature



The NPAC has a feature that “disables” LTI user IDs that are not used on a regular basis.  As some Service Providers only maintain LTI connections for back-up purposes, some user IDs may go many months in between usage.  The FRS requirements for this “disabling” feature should be clarified through a Doc Only change to state that the LTI User can and must access their “disabled” account using their old password, and reset to a new password, in order to reactivate their account.  Until activated, resetting to a new password is the only accessible functionality for the account.  This is consistent with current functionality for this feature.The disabling can create issues when the LTI back-up mechanism is needed by that Service Provider.   The result of sunsetting this tunable/feature is the elimination of disabling User IDs based on usage.



NPAC LOE:  Low.



Usage:  Currently there are 834 User IDs that are disabled due to lack of use and their password needing to be changed before they can login again.  In the past year, 46 Users reset their password.



Local System Impact:  None.
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Caller Identity Spoofing_STIR presentation - LNPA WG 2015-03-03.pptx
Who is really calling you?



Brian Rosen

Distinguished Engineer

Neustar, Inc.





Background

Robocalling, vishing and swatting are a major consumer problem, the FTC and FCC want it stopped, and congressional response is threatened.

Henning Schulzrinne, former CTO of the FCC started talking about possible technical solutions for illegal robocalling 18 months ago, which lead to meetings, agreements on an approach and now standardization efforts

Standardization in the IETF is nearing completion







Issues faced by operators today

Identify the source of illegal Robocalls

Provide options to consumer to handle legal Robocalls

Prevent Vishing = impersonation of someone, or enterprise in order to defraud

Prevent Swatting = placing emergency calls with fraudulent caller identification to cause SWAT team deployment







The root of the problem



It’s too easy to spoof the calling party name and number

Many service providers will allow the subscriber to assert any name and number they want

This is especially true in SIP based origination, when tracked back, most of the bad guys are using SIP

I call these “Pink” Service Providers







The basic idea



Digitally signature on some of the headers in the initial signaling message (SIP INVITE)

Requires a “credential” = public/private key pair to use to create the signature

Credentials will be provided when numbers are delegated

If you own the number, you have the credential to sign a call from it

Signed by the sender, checked anywhere along the call path





Quick Primer on Public Key Crypto and Certificate Authorities

Public and Private Key pairs are mathematically related, but impossibly hard to figure out one given the other

The database stores the public key, and can give it out to anyone

The originator (owner of the TN) holds the private key and never gives it to anyone

The owner can sign a document with their private key that anyone can decrypt with her public key, but only they can do that

The public key is stored (and distributed) in the form of an X.509 Certificate

The cert is signed by a (trusted) issuing authority called a “Certificate Authority” or CA

The signature of the CA is well known.





The big idea on credentials

Every country has a formal delegation process for telephone numbers

Some countries allow resell of numbers, which is a less formal delegation process, but still delegation

So the idea is to make the credential path conform to the delegation path

Whenever numbers are delegated, a credential for those numbers (theoretically) is provided with the delegation

Number portability is just a delegation of a single number

Also allows a number holder to give a “delegation” to an authorized caller (“on behalf of”), such a call center





New effort in IETF

stir (Secure Telephone Identity Revisited) work group is working on the problem

Charter is limited to numbers

Signaling standard (in band) is nearly complete

Names are also important

Name discussion is on a separate list now, cnit (calling name identity trust)







Two mechanisms

Inband

Signature of TN and other information in SIP headers passed in the signaling

Put on the call at the origination device or service provider

Checked anywhere along the path, which could include termination device or SP

Out of band

Called and calling TNs, timestamp, etc. signed by originator

Record created on origination device or SP and stored in a database

Record queried at termination device or SP

Doesn’t depend on anything surviving the signaling path









Inband - Two Pieces

SIP header information

Canonical TN from From or P-A-I headers

Time Stamp + replay sequence or call id

Prevents cut/paste attack

Signed by a credential assigned to the number holder (device or service provider)

Credential database

X.509 cert possibly with URI 
to cert in the SIP header. HTTP
GET on the URI returns the cert 
from the database

Database that can be queried with
TN and returns valid cert(s)









Out of Band

Calling Party writes a record with To/From/Date/… in a database

When Called Party gets the call, it queries the database with To/From.  If there is a call matching the data, it gets the signed object

In crypto terms, the calling party encrypts the record with the public key of the called party

Then the db returns any (encrypted) records it has for the calling party (and some dummy records) around the time of the call 

And the called party decrypts with their private key

Useful where there is an SS7 link between two SIP islands





The Database



Need a one-per-country DB so everyone knows where to go to get the keys

This is not unlike the number portability database, which already has a record for most active telephone numbers

When numbers are delegated, the delegator notifies the DB about the delegation

Then the delegatee comes to the DB

It can present an existing credential 
and ask the TN be added to it

It can ask for a new credential

The public key then represents a 
set of TNs

And you need a (OCSP-like) 
query to the DB to ask if the 
credential is valid for the TN.





Status

IETF detailed technical standards for the headers, the queries, etc. is stable, and should be in review cycles soon

Credential standard is still a bit immature, but is solidifying rapidly

Prototyping is possible
now







Deployment

Has to start with origination end – calls have to be signed

At some point, ideally, the origination device

More practically, initially, the origination service provider

Both could have appropriate credentials

Anyone along the path can verify 

Ideally the termination device

More practically, initially, the termination service provider

Could be any transit provider

But, the big question is when





What you do when it fails

Could show a marked Caller ID (“suspicious”)

Could show “unknown” Caller ID

Could be diverted immediately to 
VoiceMail (at request of subscriber)

Could be dropped (at request of 
subscriber)







Brian’s peering model

Service Providers already have peering agreements with peering partners

SP could establish a new requirement to peer

By such-and-such date x% of calls must have a valid signature

Could be determined after the fact by a batch process that looked at call detail records (if headers were saved)

No special treatment to any specific call, just an overall statistic

If peering agreement is not kept (too many bad calls), termination service provider could take action

Monetary penalty

Refusal to peer (might need regulatory approval)





Regulatory

US FCC and FTC are both eager to do something

No other ideas on the table that actually work for most subscribers and SPs

Both aware of, and supportive of this effort

Other regulators have less urgency, but are very interested in this solution











Who does what?

Vendors (softswitch, SBC, and eventually device) will need to implement the signature generation and checking mechanisms

Internal Service Provider systems to manage credentials will need to be created and deployed.

U.S. and other countries will have to establish the database, create and distribute credentials.

YOU can get involved

In the IETF standards process

In planning deployment in your network







But my network isn’t SIP based

“PSTN Transition” is making it SIP rapidly

As you know, dates for transition are not settled  

There is a proposal to use UUI or some other field of ISUP IAM to pass the signature, or a reference to the signature

But you need to police your T1/T3 trunks from enterprise & wholesale customers

And of course SIP Trunks are taking over that business rapidly





Questions?

You are welcome to contact me about this subject at
brian.rosen@neustar.biz
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PIM 84 Reseller Response Times v2.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  _12 /05/2014

Company(s) Submitting Issue:___Sprint___________________________

Contact(s):  Name _Suzanne Addington______________________________



         Contact Number 913-762-5626


         Email Address   _Suzanne.m.addington@sprint.com_____


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


There is not an industry defined process interval for Wireless to Wireline and Wireless to Wireless  reseller ports.  Reseller ports are not considered simple ports, they are complex.  There is not any documentation to date around expectations of the timing of a port out response when the losing service provider is a reseller. In other words, how long does a reseller have to respond to a wireless port out or an intermodal port out request?                                               


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


Reseller ports are not considered simple ports, they are complex ports.  There is not any documentation that addresses the response time for a reseller port out request.   In most, if not all, cases the Old Network Service Provider (ONSP) does not have access to the actual end user customer information.  The ONSP has to rely on the reseller to respond to the port request by validating end user information and rejecting or confirming the port out request.


Current process: 

· For wireless carriers, the initial response to a port out request when a reseller is involved is a delay message sent within 30 minutes of receipt.


· Once the ONSP receives the port request, the ONSP will check if the TN belongs to a reseller and forward the port out request to the appropriate reseller.


· The reseller has to compare the end user information provided in the port out request against its own billing system, sometimes manually.

· The reseller responds to the port request which is sent to the NSP via carrier and industry approved systems and processes.


Some Service Providers (SP) allow resellers to respond within four hours, up to 24 hours or even more.  Wireless to wireless ports have an industry agreement to complete port requests within 2.5 hours.  One day porting allowed simple wireline-to-wireline and simple intermodal port requests to respond within four hours and complete within one business day. 


There is not a defined timeframe for ports involving resellers for either port completion or port response.


If a port out request is escalated and the reseller refuses to cooperate, some ONSPs are taking the liberty to release the TN to the NNSP without validating end user information.  Releasing an end user’s TN to another SP without proper validation puts the ONSP at risk of FCC complaints and lawsuits in addition to the real possibility of an inadvertent port, stolen number and/or fraud.  

B.   Frequency of Occurrence: _____


Multiple ports daily_________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic __ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient: 


Though every reseller is under contract with the Network Service Provider and is obligated to port, Sprint believes creating a best practice will help standardize the port response timing and expectations across all carriers and allow for more consistent port completion timeframes.

E.   Identify action taken in other committees / forums:   None __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


E. Any other descriptive items: 


3. Suggested Resolution: 


Sprint is suggesting a new best practice be created to assist the industry with documented timeframes.  We believe reseller ports should remain complex.  However, acceptable defined response times can be reached via consensus to determine the details and standardize wireless to wireline and wireless to wireless reseller port out requests across all carriers.

LNPA WG: (only)


Item Number: __ PIM 84__ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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It’s about the End User

Aelea Christofferson

President

ATL Communications

March 3, 2015





The Issue

Currently the end user has no choice on who handles the porting of their numbers.

There have many occurrences of local numbers being ported by someone other than the valid end user, either accidentally or intentionally.

The end user is the ultimate controller of their numbers, but as long as they have no choices for their number management, they don’t really have control.







One Example

In 2012 Company X, the end user for 916-999-9999 requested their number be ported and found out it had been ported away several months before.  Company X was unaware because the number continued to terminate on their voice mail.  They were paying the bill.  The number was ported two more time in that few months, so no carrier would take responsibility.

Company X changed the address for their other numbers to ensure the numbers could not be taken again, but some of their important  numbers were ported.  The carrier told the end user that their policy was to give the address to porting requester.

The 916-999-999 has never been recovered.





No Control, No Influence on Processes



Best Practices are in place, but what if the end user wants more.



If the end user wants a company not to provide their address, they can’t influence the policy or their carrier and can’t go anywhere else.

Any number management company can be held to the same FCC rules and Best Practices.





Toll Free Porting vs. Local Porting

Both porting processes want the same results;

Customer Satisfaction

Seamless transfer

Limit fraud and error (no FCC complaints or legal issues)

Protection of carrier networks

The processes are very different, but the intent is the same.

SO WHAT IS THE MAIN DIFFERENCE:  END USER INVOVLVEMENT







What Needs to be Done

Carriers need to be assured that their networks are protected

FCC discussions will be necessary to talk about difference between contacting end user for marketing reasons vs. for verification needs.

New non-users number management entities must not be carrier competitors.

LNP working Group, NANC, and FCC need to be willing to manage this process successfully as the toll free industry did in 1993. 









What doesn’t Need to be Done

No need for complicated systems changes.

No need for major changes to SPID assignment process.

No need to start from scratch.  Vonage entry has already provided direction.





The Ask

The LNP Working Group should establish a committee to design a process to open local number management to non-carriers.  

The process determined by this committee will be brought back to the LNP Working Group for approval.





Aelea Christofferson
Aelea@atlc.com
541-598-2323
541-771-8814 (cell)







It's about the End User
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NANC – LNPA Working Group	                     	Problem/Issue Identification Document

LNP Problem/Issue Identification and Description Form





Submittal Date (mm/dd/yyyy):  03/06/15

Company(s) Submitting Issue:  ATL Communications

Contact(s):  Name _Aelea Christofferson______________________________

	         Contact Number 541-598-2323

	         Email Address   _aelea@atlc.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



The industry does not have a porting process that allows for the end user to select a non-carrier vendor to handle the porting of their numbers.  Current porting procedures have resulted in some numbers being released to the wrong end user and often getting these numbers back has been challenging, sometimes not possible.  

 

2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 

There are many examples of numbers ported to the wrong end user, so this is just one example. 

· In December 2012 Company X, the end user for 916-999-9999 sent a port request to their reseller who in turn sent the port to their underlying carrier. Company X was informed that the number had been ported four months earlier. Company X checked their switch and found that the party who had ported the number kept the number ringing to the original voice mail for those four months and so Company X was unaware that the number had been ported.

· The carrier did not report to the reseller that the number had been ported to another carrier and then subsequently to a third carrier.

· Customer X and their reseller immediately filed a trouble ticket with the first carrier along with call records proving the number had been theirs.

· In the next few months two more numbers were ported from Company X by someone else.  Company X had intentionally changed the address to ensure that the entity trying to port the numbers would not be able to enter the correct address.  After months of work two of the numbers were recovered, but the 916 number was never recovered.

· After a number of escalations the first carrier told Company X that they routinely provide the address information to the party requesting the port.



Under this arrangement the end users have no control over their numbers because they have no influence on the porting party’s rules.  If Company X could select an entity to do their porting they could, within the Best Practices rules, ask for the porting of their numbers to be handled in a manner that better protects the numbers. 



B.   Frequency of Occurrence: It is impossible to provide a number of occurrences unless the carriers provide this information.  Carriers have admitted this is a problem in the past.

Multiple ports daily_________________________________________________________



C. NPAC Regions Impacted:

 Canada___ Mid Atlantic __ Midwest___ Northeast___ Southeast___ Southwest___ Western___     

 West Coast___  ALL_X__




D. Rationale why existing process is deficient: 

Currently only facility based carriers or entities the carrier chooses, for instance their resellers, are allowed to port numbers.  The end user is not allowed to select a vendor. 



E.   Identify action taken in other committees / forums:   None known__________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



E. Any other descriptive items: 





3. Suggested Resolution: 



Although the process for porting for toll free numbers and local numbers is very different, the interests of the parties are the same.  The end user wants their numbers protected and the carriers and resellers want ports that go smoothly, quickly, and without error so their customers are satisfied and they are not subject to FCC or legal challenges.  Although toll free still has some issues with slamming, many of the situations have been avoided through end users working closely with porting vendors of their choice to determine porting processes that protect their numbers while obeying   industry best practices 



 Toll free was designed with an option for a number management entity other than the carriers, although the majority of numbers are still managed by the carriers. The real difference is end users and resellers do have a choice to use a non-carrier option for their porting needs.  The carriers worked collaboratively with interested parties to design a process to protect the integrity of the carrier’s networks and allow end users to choose who handles the porting of their numbers. 



The toll free solution initially did not require any systems changes or any changes to current FCC rules.  Years later the industry decided to add some automated processes for the carriers to indicate RespOrgs they would not accept ports from.  Basically the carrier has an agreement with their end user that addresses what is required to use another (meaning not their internal) RespOrg.  These agreements are normally one page.  Although the agreements vary some, the main purpose of the agreement is to require the carrier be notified that a number is being ported to them so they can be ready in their network.  The end user then contracts with their selected RespOrg, or in some cases they are the RespOrg, to perform the porting duties.  The RespOrg operates under the same FCC rules and best practices as the carrier in these areas and at any time if the carrier feels the RespOrg is not following the agreement, the carrier can notify their end user they will refuse to activate numbers ported through that RespOrg.



There will need to be a discussion with the FCC based on the current ruling prohibiting contact with the end user during the porting process.  Since this decision was implemented to prevent marketing to customer during the porting process, this new process should not be a problem.  A presentation would be made to the FCC to ensure there is an understanding of the purpose of this change.



The purpose of this PIM is to request the LNP Working Group establish a committee including carriers and non-carrier entities to design a process allowing non-carriers to perform ports.  The solution found would be brought back to the LNP Working Group for approval.  





LNPA WG: (only)

Item Number: __ __ __ __	

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________

1
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		On-boarding of New  
Trading Partners 
Guide

Version 1.2

		BPWG Approval:   15 October 2014

		CISC Approval:

		CRTC Approval:





On-Boarding Notification letter

		Introduction

		The On-boarding of New Trading Partners Guide was prepared by the CISC Business Process Working Group (BPWG) to assist companies completing the steps to become competitive local exchange carriers (CLECs) and wireless service providers (WSPs - refer to note below). This Guide provides a high level summary of the major requirements CLECs and WSPs must fulfill.  A separate tab has been provided for the onboarding of broadcasting distribution undertakings (BDUs) and internet service providers (ISPs) pursuant to Broadcasting and Telecom Regulatory Policy CRTC 2011-191.  For a complete and accurate description of each of the obligations, the carrier should consult the relevant source document, many of which are identified in the Guide.

		Before a company initiates any of the steps described in the Guide, it should determine its appropriate classification considering factors such as services to be offered, company ownership, and ownership and control of facilities. The Guide is not designed for use by interexchange carriers (IXCs), Internet service providers (ISPs), mobile virtual network operators (MVNOs), and various types of resellers. These companies should refer to the CRTC’s web site for descriptions of the relevant steps for market entry.

		The tasks in the Guide are grouped into categories, and the steps within each category are listed in their approximate sequence. While many of the steps can be conducted in parallel, other steps cannot commence until prerequisites are completed. The prerequisites identified in the Guide are provided as guidance but the sequence of steps could vary, and each company should  determine the correct order for its particular circumstances.  Many of the steps apply to both CLECs and WSPs, but some of them are unique to only one of the two types of carriers. For each of the steps, the Guide indicates if the step applies to CLECs, WSPs or both.

		Depending how a carrier decides to provide its services, not all of the steps may apply (e.g., co-location is not applicable if there is no intention to lease unbundled local loops).  In addition, where a CLEC provides its services through a resale arrangement or other business arrangement involving an underlying carrier, some of the steps may have been completed previously by the underlying carrier.  A reference to a source document is provided for most of the steps, allowing a company to obtain more information.

		In this document the BPWG uses the term Wireless Service Providers (WSP), WSP is commonly associated with any Wireless Provider, however for this document the term WSP only applies to a provider of wireless services that is a Canadian carrier, as defined in the Telecommunications Act and in the CRTC’s Canadian Telecommunications Common Carrier Ownership and Control Regulations, companies such as Bell Mobility, Rogers Wireless and TELUS. This document does not apply to companies that are Mobile Virtual Network Operators (MVNOs) or resellers.

		The Guide is accurate as of date of issue but carrier obligations are changed by the CRTC from time to time. The CISC and other industry bodies, including the BPWG, also frequently refine processes and responsibilities that could affect the obligations in the Guide. CLECs, WSPs,BDUs and ISPs relying on the Guide are urged to check the CRTC’s web site and with other agencies, as appropriate, to determine if there are changes, additions or deletions to any of the steps. It is strongly recommended that all existing carriers and companies completing the on-boarding process participate in the CISC groups. At a minimum, it is expected that all telecommunications service providers will monitor developments at the CRTC and in CISC groups.

		Note:  For the purposes of this Guide, the term WSP applies only to a provider of wireless services that is a Canadian carrier, as defined in the Telecommunications Act and in the CRTC's Canadian Telecommunications Common carrier Ownership and Control Regulations, such as Bell Mobility, Rogers Wireless and TELUS.
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Tasks for LECs and WSPs

		Grouping		Task #		Task		LEC / WSP (1)		Common Groupings		Document Reference (where found)		Prerequisites

		CRTC Registration

				1		Register with the Commission that it intends to become a CLEC and Attest in writing that it understands and will conform to the obligations set out in Decision 97-8		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				2		Notify the Commission once the requirements imposed on CLECs in Telecom Decision CRTC 97-8, Local Competition, 1 May 1997 have been satisfied. The notification should include a description on how the CLEC obligations have been satisfied along with a reference to the relevant Commission determinations. Serve a copy of the notification on other local exchange carriers, on the Central Funds Administrator (CFA), Canadian Numbering Administration Consortium (CNAC), Canadian Local Number Portability Consortium (CLNPC)		LEC		CRTC Requirements		http://www.crtc.gc.ca/eng/8180/8180m.htm; http://www.clnpc.ca; www.cnac.ca/cnac/cna_consortium.htm

				3		Obtain licenses to operate as a WSP from industry Canada.		WSP		Industry Canada		http://www.ic.gc.ca/epic/site/smt-gst.nsf/en/h_sf08104e.html

				4		Retain on file details of service options, and charges (para 292, 293)		LEC		CRTC Requirements		http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM		Register with CRTC

				5		Identify to CRTC the exchanges in which service will be offered.  With copies to all LECs and proposed CLECs within the exchanges. Make serving area maps available at company business offices upon request.		LEC				http://www.crtc.gc.ca/eng/8180/8180m.htm

				6		Retain on file policies on access to enhanced service providers		LEC		CRTC Requirements				Register with CRTC

				7		Retain policies to protect privacy and confidential information		LEC/WSP		CRTC Requirements				Register with CRTC

				8*		File tariffs and agreements per Commission directives. (Telecom Decision 97-8 - para 190, 192, 227, 279, 282, Telecom Decision CRTC 2011-92)		LEC		CRTC Requirements		c  http://www.crtc.gc.ca/archive/ENG/Decisions/2007/dt2007-129.htm

				9		Complete PIC/CARE Handbook and file with CRTC		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		CLNPC Membership

				10		Type 3 and Type 4 LECs may choose to join the CLNPC, if not, they must outsource all porting activities to a third party who is a registered shareholder of the CLNPC however if Type 3 and Type 4 LECs' join CLNPC, tasks 11-14 would apply		LEC/L3-4/WSP		CLNPC		http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca;  CLNPC New Member Information package

				11		Execute Neustar Agreements		LEC/WSP		CLNPC		www.npac.com		CLNPC Membership

				12		Establish method of NPAC connectivity		LEC/WSP		CLNPC		www.npac.com		CLNPC Membership

				13		Assign representative and participate in the CLNPC Board of Directors  -		LEC/WSP		CLNPC		CLNPC New Member Package		CLNPC Membership

				14		Assign representative and participate in the CLNPC Ops team		LEC/WSP		CLNPC		CLNPC New Member Package		CLNPC Membership

		CNAC Requirements

				15		Join CNAC (membership optional)		LEC/WSP		CNAC		http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca  CLNPC New Member Information package;  www.cnac.ca/cnac/cna_consortium.htm

				16		Execute Service User Agreement( long form)  for members.		LEC/WSP		CNAC		www.cnac.ca/service_agreement/service_agreement.htm		Mandatory for CNAC Members

				17		Execute Service User Agreement( short form)  for non members. Note: Tasks 17-20 do not apply if  numbering resources (e.g. Number blocks) are obtained exclusively from a third party, otherwise  they are applicable.		LEC/L3-4/WSP		CNAC		www.cnac.ca/service_agreement/service_agreement.htm

				18		Comply with CNAC Reporting requirements		LEC/WSP		CNAC		http://www.cnac.ca/co_codes/nruf/latest_forms/nruf_latest_forms.htm#Annual

				19*		Obtain Central Office codes per COCA guidelines.		LEC/WSP		CNAC		www.cnac.ca/co_codes/co_code_guidelines.htm

				20*		Assign an LRN		LEC/WSP		CNAC		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				21		Comply with CNAC guidelines and procedures.		LEC/WSP		Guidelines		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				22		Comply with COCA guideline		LEC/WSP		Guidelines		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				23		Obtain a list of current/upcoming area code relief planning activities.		LEC/WSP		CNAC		www.cnac.ca/npa_codes/relief/overview.htm

				24		Update BIRRDS either directly or through an AOC		LEC/WSP		CNAC		http://www.trainfo.com/products_services/tra/catalog_details.html

		Other Numbering Activities

				25		Obtain CIC (required if LEC is also an  IXC)		LEC		CNAC		www.crtc.gc.ca/cisc/eng/cisf3fg.htm

				26		Request OCN from (National Exchange Carriers Association) NECA		LEC/WSP				https://www.neca.org/PublicInterior.aspx?id=94  https://www.neca.org/PublicInterior.aspx?id=1947

				27		Assign SPID		LEC/WSP				www.npac.com		The service provider assigns their own SPID using their OCN.

				28		Obtain RAO from iconectiv		LEC				http://www.trainfo.com/products_services/tra/downloads/raoguide.pdf

		CFA Requirements

				29		Join CFA (optional), membership is not mandatory.		LEC				http://www.crtc.gc.ca/eng/8180/8180m.htm

				30		Comply with CFA Reporting requirements		LEC				http://www.crtc.gc.ca/PartVII/eng/8638/CRTC/CCMRep.htm

				31		Participate in the National Contribution Fund in accordance with Changes to the contribution regime, Telecom Decision CRTC 2000-745. (optional): In Telecom Regulatory Policy 2011-291, the Commission determined that, effective 1 June 2011, subsidies would no longer be available to CLECs. As such, CLECs are no longer required to become CTCC shareholders. However, since CLECs are still required to file their annual contribution revenue information, pursuant to Telecom Decision 2000-745, they still have the option of becoming CTCC shareholders.		LEC				http://www.crtc.gc.ca/eng/archive/2000/DT2000-745.htm

		WNP Service Bureau Activities

						If you are a WSP:

				32		Contact the CWTA to obtain a copy of the CWTA Process for On-boarding New Carriers		onboarding WSP				wnp@cwta.ca

				33		Execute NDA with Service Bureau (SB)		onboarding WSP

				34		Execute legal agreement with Service Bureau		onboarding WSP

				35		Work with Service Bureau Implementation Manager to complete all configuration activities, including connectivity testing		onboarding WSP

				36		Contact all WSPs that you intend to trade with in order to facilitate Trading Partner (TP) configuration set-up with current wireless carriers		onboarding WSP

						If you are a LEC:						http://www.crtc.gc.ca/cisc/eng/wireless.htm

				37		Contact all  WSPs that you intend to trade with in order to facilitate TP configurations (Includes completion of TPP, plus AS2 Configuration Data Information document where necessary).  Type 3 and 4 CLEC must make arrangements with underlying SP to provide this notification on its behalf.		LEC/L3-4

				38		Work with SB to establish connectivity to the clearing house (CH) module and test		LEC

		WSP / LEC Trading Partner Activities

				39		Execute NDAs with all Trading Partners (wireless)		LEC/WSP

				40		Execute INPOA with WNP Trading Partners when required		a)LEC  b)WSP				a)http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm          b)For a copy of the WSP INPOA template contact: wnp@cwta.ca

				41		Arrange and complete inter carrier testing with trading partners (negotiated bilaterally)		LEC/WSP

				42		Initiate bulk porting process for LEC leased numbers in exchanges open for porting		WSP				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  and refer to ITMG V8 section 5 OR BPRE062f

		911

				43		Determine 911 obligations - Fixed native, fixed non-native, nomadic		LEC		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				44		Enter into 911 Provisioning and Levy (Billing & Collection) Agreement(s) (where applicable) with Municipalities and/or Province		LEC/WSP		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				45		Execute 911 Service Provider (ILEC ) provisioning agreement(s) with the 911 Service Provider (ILEC).		LEC/WSP		911		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

				46		Obtain Street Address Guide (SAG) data from ILEC or other supplier to support 911 services. For Type 3 and Type 4 LEC, this is required unless it is being provided by underlying service provider.		LEC/L3-4/WSP		911

				47		Establish civic addresses for wireless cell sites where appropriate and test with PSAPs		WSP		911		Aquire Emergency Services Routing Digits ( ESRD) from CNAC

				48		Test exchange of 911 ALI records with 911 service provider or underlying SP  if providing on your behalf.		LEC/L3-4/WSP		911		Refer to 911 PERS Implementation Support document available from  ILEC (911 Service Provider)

		Billing and Collection Service

				49		Complete B & C agreements either as SP and/or Biller		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Network Requirements

				50		Execute license Agreement with iconectiv and obtain CLLI codes		LEC/WSP				http://www.commonlanguage.com/resources/commonlang/index.html

				51		Establish POIs		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm

				52		Execute Joint Planning Agreement (JPA)		LEC/WSP				Contact appropriate ILEC

				53		Establish CCS7 interconnection SPOIs		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d0_16.htm

				54		Execute GTT Point Code Industry Notification NDA and comply with GTT Industry Notification Process document		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3fg.htm  CNODGL0023A

				55		Contact LEC Carrier Services Group to start LNI discussions.		LEC/WSP

				56		Execute Interconnection agreements, and file/report with CRTC   (MALI  or Special MALI, LEC/IXC)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm  http://www.crtc.gc.ca/eng/archive/2007/dt2007-129.htm

		Network Interconnection

				57		Implement interconnection arrangements with ILECs, WSPs or other LECs as appropriate		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d1g.htm    NPRE007

				58		Arrange for joint build facilities with ILEC for LIR if applicable		LEC/WSP				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B

				59		Complete Joint Build Interoperability testing with ILEC (SLAT Testing)		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE002B

				60		If applicable share equally the costs of interconnection trunks (required only within a given ILEC’s exchange) and Common Channel Signaling 7 (CCS7) links. (para 27 and 28)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				61		Complete Local Network Interconnection testing		LEC

				62		Complete Common Channel Signaling 7 (CCS7) testing		LEC

				63		Complete network LNP testing		LEC

				64		Complete 911 testing		LEC

				65		Execute Co-location agreements if applicable		LEC

				66		Planning/build co-location if applicable		LEC

				67		Designate one switch or establish a point of interconnection (POI) as its gateway for the purposes of interconnecting to other local exchange carriers (LECs) operating in that LIR		LEC				http://www.crtc.gc.ca/eng/archive/2004/dt2004-46.htm

				68		Provide a CCS7 POI in each Numbering Plan Area (NPA) in which it provides service. (para 40)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				69		Exchange minimum set of CCS7 message types. (para 41)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				70		Complete business process testing for trading (LSR, BLIF) via AS2 platform		LEC

				71		Exchange Network Forecasts with Trading Partners		LEC				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003

				72		Establish relationship with LIDB/BNS provider		LEC

				73		Submit LNP Forecast to ILEC (mandatory) CLEC (Bi-laterally negotiated)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				74		Issue GTT Notification		LEC/WSP

				75		Provide Network Architecture to IXC (As per LEC - IXC agreement)		LEC				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Interconnection Standards/Guidelines/Documentation

				76		Review Network Operations, Testing & Maintenance Guidelines		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				77		Review Canadian Data Interchange Guidelines (CDIG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				78		Review Customer Migration Process Maps		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/cisf3e0i.htm

				79		Review and comply with Canadian Local Ordering Guidelines (C-LOG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				80		Review and comply with Installation, Testing & Maintenance Guidelines (ITMG)		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				81		Review and comply with Network Management Guidelines		LEC/WSP		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				82		Review and comply with PIC CARE Handbook		LEC		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				83		Review Canadian Wireless Number Portability Guidelines (CWNPG )		WSP		Guidelines		For a copy of the CWNPG contact: wnp@cwta.ca

				84		Review and comply with Request Driven Process.		LEC/WSP				http://www.crtc.gc.ca/eng/archive/2007/dt2007-122.htm

				85		Review and comply with Billing & Collection Technical Guidelines		LEC		Guidelines		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				86		Contact  Law Enforcement Agency (CLEA) for compliance and exchange contact information in areas where doing business		LEC/WSP				May involve RCMP, regional police force or CSIS

		Ongoing Requirements

				87		Make serving area maps available upon request at its business offices. (para 291)  Individual operating exchange area maps are not required to be available.		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				88		Provide the following information to consumers, upon request (para 292): Information related to MRS and 911 service and any respective charges (1)provide, 2)give notice of charges)		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				89		Produce unbundled loop/LNP/OSS forecast as per C-LOG Section 12 . If Type 3 or Type 4 LEC, this task is dependant on what services they  are getting through the underlying service provider		LEC/L3-4				http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

				90		Provide Network Forecasts. (If Type 3 or Type 4 LEC, they must provide trunking forecasts to their underlying carrier.)		LEC/L3-4				http://www.crtc.gc.ca/cisc/eng/cisf3d0g.htm    NTRE003

				91		Ensure VoIP Service Providers provide annual '911 limitation' notification to end- customers		LEC				http://www.crtc.gc.ca/eng/archive/2005/dt2005-61.htm

		Additional items

				92		Request access to ILEC OSS, if required		LEC				Contact ILEC Carrier Services Group

				93		Execute support structure agreements for joint build and/or co-location if applicable.		LEC				Refer to ILEC tariff

				94		Provide access to Message Relay Service (MRS) as per Decision 97-8		LEC				http://www.crtc.gc.ca/eng/archive/1997/DT97-8.HTM

				95		Execute BLIF Agreement with ILEC (Mandatory) and Directory Service Provider (optional). Type 3 and Type 4 LEC's who obtain numbers from an underlying SP need to make arrangements with that underlying SP for submission of BLIF listings to the ILEC.		LEC/L3-4				Contact ILEC Carrier Services Group

				96		Request to be added to the CRTC CISC BPWG Distribution List		LEC and WSP				Contact CRTC CISC BPWG Chair

				97		Request to be added to the Supplemental Number Portability Notification List		WSP				Contact CRTC CISC BPWG Chair

				98		Join CCTS if required (review decision for requirements for membership)		LEC/WSP				http://www.crtc.gc.ca/eng/archive/2011/2011-46.htm

				99		For on-boarding of new Internet and TV providers refer to the Tasks for BDUs and ISPs tab in this document.		ISP/BDU

						*These items need to be completed for expansions into other exchanges

						(1) applicable to LECs, WSPs.  L3-4 indicates exceptions for Type 3 and/or 4 LECs
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http://www.crtc.gc.ca/eng/8180/8180m.htm

http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca  CLNPC New Member Information package;  www.cnac.ca/cnac/cna_consortium.htm

http://www.crtc.gc.ca/eng/8180/8180m.htm;  http://www.clnpc.ca;  CLNPC New Member Information package



Tasks for BDUs and ISPs

		Implementation of Regulatory Policy CRTC 2011-191

		Onboarding of New SPs

		Background

		Broadcasting and Telecom Regulatory Policy CRTC 2011-191 (“RP2011-191”) requires telecommunications service providers (TSPs) and broadcasting distribution undertakings (BDUs) to accept requests from prospective new service providers to cancel telecom and broadcast services (i.e. wireline, wireless, internet and television services) on the customer’s behalf with the current service provider.

		The BPWG has issued Version 6.2 of the Canadian Local Ordering Guidelines (C-LOG) to support this new functionality.  The BPWG recognizes that certain types of service providers that have new obligations arising from RP2011-191 might be unfamiliar with the C-LOG and the associated customer transfer process.  This document outlines some high-level steps that these service providers must take to meet their obligations for processing service disconnection requests.

		Steps:

		1.     Acquire an Operating Company Number from the National Exchange Carriers Association (NECA) at https://www.neca.org/Code_Administration.aspx to use in the exchange of Local Service Requests (LSRs).

		2.     Review the Canadian Local Ordering Guidelines (Version 6.2) to learn how to create and respond to LSRs.  Section 13 of the C-LOG has a particular focus on the exchange of LSRs for disconnection of Internet and TV services.

		3.     Review the Service Provider Operations Agreement (SPOA) for execution with any other service provider with whom LSRs are to be exchanged.  Prepare the Trading Partner Profile (TPP) template from the SPOA to provide information to other service providers.

		4.     Determine with which service providers, if any, you wish to exchange LSRs to disconnect services.  RP2011-191 obligates each service provider to accept and process such requests when approached by another service provider.  It is a business decision for each service provider whether they wish to initiate disconnection requests to others.

		5.     Review the Canadian Data Interchange Guidelines (CDIG) to learn how to use AS2 to transmit data files of LSRs electronically.  If the volume of requests exceeds 25 per month for a 3 month period with any one trading partner, the use of AS2 becomes mandatory, and the following steps are applicable:

		a.     Acquire and implement AS2 software

		b.     Conduct AS2 connectivity testing with each of the service providers with whom you will be exchanging requests.

		6.     Conduct testing of the LSR issuance and confirmation process with each service provider with whom you will be exchanging requests.

		7.     Set up customer authorization procedures to ensure that each service disconnection request is properly authorized / confirmed in accordance with regulatory rules prior to issuing an LSR.

		8.     Per Broadcasting and Telecom Decision 2014-48, for cases in which telephone number porting is not involved in TV and/or Internet service disconnection, this disconnection should not occur earlier than 9 p.m. on the due date (i.e. either 9 p.m. or later on the due date, or the following day). For disconnections in conjunction with telephone number porting requests, ensure that there is no billing overlap or service interruption for customers when customers change service providers.

		9.     Refer to On-boarding of New Trading Partners Guide (BPGLTPOB12) for further details http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm
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List of Acronyms

		911 PERS		911 Public Emergency Reporting Service

		ALI		Automated Location Identifier

		AOC		Administrative Operating Company

		AS2		Applicability Statement 2

		ATIS		Alliance for Telecommunication Industry Solutions

		B & C		Billing and Collections

		BDU		Broadcasting Distribution Undertaking

		BIRRDS		Business Integrated Routing and Rating Database System

		BPWG		Business Process Working Group

		BLIF		Basic Listing Interchange File

		BNS		Billed Number Screening

		CARE		Customer Account Record Exchange

		CCS7		Common Channel Signaling (System) 7 also know as SS7

		CCTS		Commissioner for Complaints for Telecommunications Services

		CDIG		Canadian Data Interchange Guidelines

		CFA		Contribution Fund Administrator

		CIC		Carrier Identification Code

		CISC		CRTC Interconnection Steering Committee

		CLEA		Canadian Law Enforcement Agency

		CLEC		Competitive Local Exchange Carrier

		CLLI		Common Language Location Identifier

		CLNPC		Canadian Local Number Portability Consortium

		C-LOG		Canadian Local Ordering Guidelines

		CNAC		Canadian Numbering Administration Consortium

		COCA		Central Office Code Administration

		CPCC		Canadian Portable Contribution Consortium - replaced by Canadian Telecommuncations Contribution Consortium

		CTCC		Canadian Telecommunications Contribution Consortium Inc

		CRTC		Canadian Radio-television and Telecommunications Commission

		CWNPG		Canadian Wireless Number Portability Guidelines

		CWTA		Canadian Wireless Telecommunications Association

		ESRD		Emergency Services Routing Digits

		GTT		Global Title Translation

		ICP		Integrated Communications Provider

		ILEC		Incumbent Local Exchange Carrier

		INPOA		Intercarrier Number Portability Operations Agreement

		ISP		Internet Service Provider

		ITMG		Installation, Testing and Maintenance Guidelines

		IXC		Inter-exchange Carrier

		JPA		Joint Planning Agreement

		LEC		Local Exchange Carrier

		LERG		Local Exchange Routing Guide

		LIDB		Line Information Data Base

		LIR		Local Interconnection Region

		LNI		Local Network Interconnection

		LNP		Local Number Portability

		LNP SCP		Local Number Portability Service Control Point

		LSR		Local Service Request

		LSC		Local Service Confirmation

		MALI		Master Agreement for Local Interconnection

		MRS		Message Relay Service

		MVNO		Mobile Virtual Network Operator

		NDA		Non Disclosure Agreement

		NECA		National Exchange Carriers Association

		NMG		Network Management Guidelines

		NPA		Number Planning Area

		NPAC		Number Portability Administration Center

		OBF		Ordering and Billing Forum

		OCN		Operating Company Number

		OSS		Operational Support Systems

		PIC		Primary Interexchange Carrier

		POI		Point of Interconnection

		RAO		Revenue Accounting Office

		SAG		Street Address Guide

		SB		Service Bureau

		SILEC		Small Incumbent Local Exchange Carrier

		SLAT		Service Level Acceptance Testing

		SPID		Service Provider Identification

		SPOI		Signalling Point of Interconnection

		SS7		Signalling System 7 also known as CCS7

		TP		Trading Partner

		TPP		Trading Partner Profile

		WNP		Wireless Number Portability

		WSP		Wireless Service Provider

		Note: list only describes acronym. For full definition please refer to detailed guidelines documentation
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Agreements

		Agreements		Reference/Link

		911  B & C		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		911 Provisioning and Levy Agreements		http://www.crtc.gc.ca/cisc/eng/cisf3e4.htm

		B & C		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		BLIF		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Service Bureau Agreements		contact wnp@cwta.ca

		CLNPC		http://www.clnpc.ca  refer to the CLNPC New Member information Package

		CNAC Service User		www.cnac.ca/cnac/cna_consortium.htm

		Co Location		obtain from each ILEC's Carrier Services Group

		INPOA (WSP)		obtain from each WSP or contact wnp@cwta.ca

		INPOA (LEC)		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		JPA		obtain from each ILEC's Carrier Services Group

		LEC/IXC		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		MALI		http://www.crtc.gc.ca/cisc/eng/ciscmanu.htm

		Neustar		contact CLNPC

		Telcordia (iconectiv) Licencing (LERG, BRATs)		http://www.trainfo.com/products_services/tra

		Support Structure Licence Agreement		obtain from each ILEC's Carrier Services Group

		Special MALI		http://www.crtc.gc.ca/cisc/eng/ciscmanu.html
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